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AUTHORS NOTE ON SOURCES

Important parts of this book are based on records of conversations that took place over the Internet. In most cases (excepting the chats between Adrian Lamo and Bradley Manning), those records were obtained with the assurance from the source that such chat logs, text messages, and e-mails were unaltered records of actual conversations. I used those records based upon that assurance, combined with independent corroboration and my own sense of what seemed reasonable and genuine. The logs of chats between Manning and Julian Assange were copied by hand while being presented as evidence during Mannings Article 32 hearingone hopes that a fuller and more accurate record of those conversations surfaces someday. Much journalism depends on balancing trust in sources, documentary evidence, corroboration, and the journalists internal compass. I believe using electronic records of conversations, rather than relying simply on memories and observations, adds an additional layer of authority to the work.

Some question the authenticity of the logs of chats between Lamo and Manning. The logs initial publication in heavily redacted form, combined with concerns about the reliability of the source, made such questions appropriate and necessary. After long consideration I determined that the logs satisfied my sense of what is reasonable, that the tone and content of them matched what one might expect from the people involved, and that the possibility that the logs were fabricated and multiple lies were told to cover up the fact was highly unlikely. I use logs of the chats between Adrian Lamo and Bradley Manning as accurate and legitimate records.

Using chat logs and text messages as source material at book length presents singular challenges to the writer. Though text documents, they emerge from conversations that take place with a cadence and a style unique to the digital age. I generally treated such exchanges as I would verbal conversations in the physical world and, as is customary, edited selectively to fit quotes culled from chat logs into the style of traditional English prose, careful not to alter the meaning or feeling of that which I quoted. Being a nearly native speaker of chat lingo, I relied where necessary on personal experience and time stamps to deduce the rhythm and intention behind exchanges as presented in logs. In some cases while quoting from a website, blog, e-mail, chat, or the like, where I felt typographical errors were revelatory and indicative of the tone of the writer, I chose to leave errors in; I did not identify them with [sic].

As of this writing (February 2012) Bradley Manning has not confirmed for the public that he was the source of the leaks attributed to him in this book. Based on compounding evidence, described herein, it seems very likely that he was. Inserting the journalists rote allegedly throughout the text would, I believe, fail in its purpose to keep the question open in the mind of the reader.
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All opinions set forth in this book are my own, and my sources have not reviewed or endorsed this book.


Sapere aude


INTRODUCTION

David Coombs strode forward toward the podium at the center of the room. He looked conspicuous in his dark suit and leather shoes, surrounded by dusty-green camouflage and sand-colored boots. Most of those watching in silence from the gallery wore civilian clothes, but the people on the other side of the barthe four attorneys representing the government; the investigating officer; Coombss two cocounsel; and his client, the accusedwore the army combat uniform.

Lieutenant Colonel Almanza, Coombs said, somberly. He locked eyes with the officer at the judges bench who was presiding over the hearing, whose job it would be to determine on what charges to courtmartial the defendant. Youre in a unique position here to provide the United States government with something that it needs. And that is a reality check.

Coombss client, a twenty-four-year-old private named Bradley Manning, was facing charges of serious crimes against the state. If convicted of all but one of the charges against him, Manning could be sentenced to 150 years in prison. But the most serious charge, aiding the enemy, alone carried a maximum penalty of life without parole or death.

The government has overcharged in this case, and it appears they have done so in order to strong-arm a plea from my client, Coombs said, in a barely shrouded reference to Julian Assange.

Manning was accused of leaking state secrets to the antisecrecy group WikiLeaks, which had been founded by Assange years earlier. Having spent the preceding two years publishing a leak the size of which the Pentagon had never seen, Assange, an Australian national then living in the United Kingdom, was an enticing target for the American political establishment. As Coombs spoke, there was an ongoing Department of Justice investigation into WikiLeaks exploring the possibility of prosecuting Assange in an American court. Coombs asserted that the Pentagon overreacted and charged his client with undeservedly serious offenses in order to force him into testifying against Assange. He requested that Almanza significantly decrease the charges so Manning would face a maximum of three decades in prison.

Almanza was not a naturally sympathetic audience. Hed spent much of his career as a military officer and a prosecutor with the Department of Justice immediately before presiding over Mannings Article 32 hearing, the militarys pretrial investigation which is similar to a civilian grand jury. The Article 32 was a major step in the prosecution of the man responsible for the countrys biggest spillage of state secrets, and the US government was keenly interested in the case. There had even been a script prepared, as if for a play, with lines for Almanza and the prosecuting attorneys. Spaces for the defenses lines were left blank.

Over the previous six days of the hearing Coombs and Almanza had frequently butted heads as the lead defense attorney pushed back against the strictures of the choreographed proceeding. When Coombs launched into a soaring, poignant oratory in his closing remarks it was clear that Almanza was not the only person he was addressing.

Journalists furiously took notes by hand while sitting in the row of seats behind the prosecution that had been reserved for media. Manning supporters filled an entire half of the gallery behind the defense table. A short drive from the courtroom dozens more journalists in Fort Meades Media Operations Center watched through a live audiovideo feed. Outside the gates of Fort Meade a rotating cast of Manning supporters held signs in protest, and people around the world followed the case through news reports and Twitter updates.

For a case that had attracted so much attention there was remarkably little agreement on who, precisely, was on trial. Coombss final sermon in Mannings defense described a sensitive, embattled young man struggling to survive in a dysfunctional military bureaucracy. As he came to the end of his comments he shifted to describing Manning as young and idealistic. In your early twenties, you believe when the president of the United States says Yes we can. He quoted Dr. Martin Luther King Jr. extolling the virtues of civil disobedience, and Justice Louis Brandeis praising transparency. Sunlight, he said in closing, is the best disinfectant.

When the lead attorney for the prosecution, Captain Ashden Fein, walked to the podium and presented his case it was as if he spoke of someone else. Manning was a shrewd and devious traitor, a skilled intelligence analyst with specialized training who had been entrusted with vital national security secrets. He used that training to defy our trust, to indiscriminately and systematically harm us, he said. Fein went on to show a video of Adam Gadahn, the American-born al-Qaeda spokesman known by his assumed name Azzam al-Amriki (Azzam the American). Wearing a turban and a long, dark beard, Gadahn denounced the Zionists and crusaders in his clear American accent. Over the course of the tirade he mentioned the documents Manning leaked. The video was a dramatic, if vague, illustration of the damage Manning had done.

Outside Fort Meade the disagreement was even more pronounced, the name Bradley Manning appended like a slogan to wholesale denunciations and exultations alike. To some, Manning was a whistleblowing hero, a brave soul who took a stand alone against an imperial military colossus, a Tiananmen Square Tank Man for the twenty-first century. To others, he was the worst kind of traitor, an embittered snake who had betrayed his country and the army hed grown to hate. With the basic facts of his case in little dispute other questions loomed larger in the public debate. What was the meaning of what he had done? Why had he done it? And finally, the question underlying all others and about which so much was in dispute:

Who is Bradley Manning?
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The arc of Bradley Mannings life in the 2000s was quintessentially American and post-millennial. He grew up in the relative serenity of the boom years of the 1990s before his family came apart at the end of the decade. Shortly thereafter, jetliners crashed into the World Trade Center and the Pentagon, thrusting the United States into a period of upheaval. As Manning watched that event unfold on television he knew with precocious insight that effects of the attack would ripple through American society and around the globe. He did not know then just how closely his own life would be touched by the cascading consequences of 9/11.

Manning was a computer expert in the era when words like Google and Facebook became verbs, when the Internet became the primary, and essential, network of information exchange around the world. He was a geek at a time of economic and social disturbance when geeks were becoming the new barons of industry. He anticipated the age of Zuckerberg by creating his own (far less successful) social networking site before Facebook was Facebook. He was gay in the decade when gay rights went mainstream and he nurtured a personal stake in the fight for marriage equality. As the first decade of the century wore on he confronted severe financial difficulties and became, for a time, destitute; the collapse of the global financial system followed close behind. He was driven by circumstance into the military, ill prepared for the life that awaited him there, yet he became a central actor in the endgame of Americas troubled liberation of Iraq.

A deep-seated tension underlay the first decade of the new millennium. The anxiety took different forms but it rattled anywhere secrets were kept and it emanated from an old question made suddenly pressing in the Internet age: Can you keep a secret? The ascendance of the Internet meant whole lives were lived largely online. On vast social networks private lives were lived publicly, or in a new frontier realm between private and public produced by the unique circumstances of the Internet. Personal relationships were documented in unprecedented detail through chat logs and social-media profile histories. For Manning, this network was a lifeline, connecting him to friends as he struggled with loneliness and managed layers of personal secrets. But it would also be his undoing.

While Manning navigated his teen years, this same tension, between what is private and what is, or ought to be, public, was boiling to the forefront of public affairs. September 11, 2001, inspired a fearful United States to radically restructure its security apparatus and recoil into secrecy. Days after the attacks, Vice President Dick Cheney appeared on Meet the Press with Tim Russert, where he put the world on notice that America was not the country it had been on September 10.

Im going to be careful here, Tim, because Iclearly it would be inappropriate for me to talk about operational matters, specific options, or the kinds of activities we might undertake going forward. We do, indeed, though, have, obviously, the worlds finest military. Theyve got a broad range of capabilities. And they may well be given missions in connection with this overall task and strategy.

We also have to work, though, sort of the dark side, if you will, Cheney said. Weve got to spend time in the shadows in the intelligence world. A lot of what needs to be done here will have to be done quietly, without any discussion, using sources and methods that are available to our intelligence agencies, if were going to be successful.

This phrasethe dark sidecame to epitomize the seismic changes that altered the national security landscape of American society over the decade.

After the attacks, the Pentagon was caught unready for war in south Asia. The Central Intelligence Agency instead led the country into a ground war in Afghanistanas well as covert, undeclared, and unacknowledged wars elsewhere around the world. The sources and methods used in prosecuting this new intensely and inherently secret sort of war trickled down to local law enforcement, into uses for which they were never intended. Overclassification in the federal government had been a growing problem since the Second World War, but after the jolt of 9/11 the juggernaut of institutional secrecy continued barreling forward under the force of its own momentum.

Further in the background during the inaugural decade of the millennium was the rise of the hacker. The term had so many overlapping and contradictory meanings as to be rendered almost meaningless, but that didnt stop the public from developing a fascination built on both wonder and fear of the superheroes of the information age. For most people the inner workings of a computer system were as unfamiliar as those of microscopic cell life but only slightly less integral to their lives. The hackers abilities, for good or ill, to manipulate so much in human society with computers seemed almost mystical. The geeks whod pioneered the use of computers decades earlier were increasingly empowered in the digitized, interconnected world.

With the rise of the hacker came the rise of hacker culture. Founded upon a libertarian ethos, the culture prized unimpeded exchange of information and freedom from governmental meddling with equal zeal. The world was becoming more interconnected, the information in it more digitized. Meanwhile, the US government embarked on a program of official secrecy just as the people who believed information should be free were becoming more powerful with every new Internet user. The culture that nursed the Internet in infancy gave voice to the great anxiety of the era of interconnectedness, calling for privacy in individual lives and transparency in institutions.

These discordant trends were on display at Bradley Mannings Article 32 investigation at Fort Meade in mid-December 2011. Manning had sent three-quarters of a million documents to the antisecrecy website WikiLeaks. It was the largest leak of state secrets ever seen, exposing classified records from the American military and diplomatic corps to public scrutiny. The leak was the worlds first injection of an Internet-sized dose of digital transparency. Interest in Mannings case ran high.

In preparation for the hearing the military had set up an intricate system to accommodate media access. Twin flat-screen televisions were suspended from the ceiling behind the attorneys so the public and the media could see the evidence being presented. A series of voice-activated cameras were installed around the courtroom, which fed a live stream of the proceedings to a wall-sized screen in the media center, where dozens of reporters from around the world watched from tables in a room equipped with wireless Internet and landline telephones. The military provided public affairs representatives to answer media queries and assist with everything from understanding the complexities of the Uniform Code of Military Justice to ordering lunch.

But amid the high-tech efforts at transparency, the militarys rules and traditions imposed a layer of secrecy over the hearing. All electronic devices were strictly prohibited from the courtroom, and reporters took notes by hand. Recording devices were also forbidden in the media center and a special sensor at the back of the room occasionally warned of the intrusion of a cell phone. During breaks journalists compared notes to ensure they had accurate records; no complete verbatim court transcript would be released to the public. The army flacks tried to institute a rule that no stories be filed until the end of each day. They turned off Internet access while court was in session, turning it back on during recesses. But the rule was circumvented by new forms of reportage. Though some old-media journalists complied, many reporters updated live blogs and posted to Twitter during the intervals when Internet access returned, further confounding efforts to manage coverage of the event. After resisting at first, the flacks relented to the intrusion of Web 2.0 into an otherwise controlled reporting environment.

Mannings life in the aughts straddled the decades divide between private and public as his personal secrets rather suddenly became a public story. The wildly different identities ascribed to him were symptomatic of the uneven media coverage he received. Manning was a young man at the time of his arrest, and what little life hed lived had gone mostly unnoticed. He was shy, had few friends or family, and wasnt rooted deeply in any community. For reporters covering his story there was little secondhand information about his life available. On the other hand, like many of his generation, Manning lived large segments of his life online, producing a remarkable record of conversations between confidants and off-the-cuff reflections tagged to times and dates. The world was introduced to Manning with excerpts from one such conversation between him and the man who turned him in to the authorities. The first major, long-form profile of Bradley Manning (written by this author) was built in large part around the history of his Facebook posts. Additional chat logs turned up in later pieces, including logs being published for the first time in this book.

A tremendous amount of unfiltered information about the young private was thus available to reporters, but there were few people who knew him well enough to put it into context. The result was something remarkably similar to Mannings leaks: an unvarnished, extraordinarily candid, and crucially incomplete image of an enigma. Private intends to fill out the story of Bradley Mannings life and the outsized effect it has had on the world. That his name was ever in a headline came as a shock to the few people Bradley Manning knew. They could not have known, when he was an inconspicuous little boy riding his bike down dirt roads in rural Oklahoma, that he would one day change the world or that in the person of Bradley Manning the great countervailing forces of the twenty-first century toward secrecy and openness would collide.


1

Crescent

Crescent, Oklahoma, appeared out of the wilderness in the fevered summer of 1899, after the lands left unassigned to Indian tribes in Oklahoma Territory were opened to white settlement. Would-be homesteaders had clamored for years for the opening up of this rare remaining tract of unsettled federal land in the fertile plains, and when, at noon on April 22, a gunshot announced the beginning of Oklahomas first land run, a disorderly horde of people on horseback, foot, and the occasional bicycle raced to claim plots of their own. It was the last yawn of the American frontier, the triumph of Manifest Destiny, and, for those who struck out to this untrammeled Eden, a moment of profound optimism almost unimaginable in modern America. In the cross-timbers north of the Cimarron River, settlers staked out a trading post cradled in the nook of a clump of trees that formed the shape of a waxing moon. They named their new town Crescent.

Amid the fanatical confidence of the land run, Crescents population boomed. The land was tilled into orchards of peaches, pears, apples, and grapes and fields of wheat, corn, and cotton, and the settlement grew into a one-square-mile rectangular grid, bisected by Highway 74, with a railroad stop next to the grain elevator that pumped life into the local economy. Banks, a hardware store, and restaurants grew up along Grand Avenue through the center of town. For most of the twentieth century, Crescent escaped the fate of slow decline that emptied out so many small towns in Middle America. Into this close-knit farming community of 2,800 souls in the heart of Americas Bible Belt, Brian Manning moved with his Welsh wife and six-year-old daughter in the summer of 1983.

Brian Manning had grown up in Chicago but left home at seventeen. He used those first couple of years away from home to party hard. In 1974, after a booze-soaked weekend like many before it, he made his way to a navy recruiting office, determined to get his life on track. He enlisted. He was nineteen years old. The navy trained Brian as an intelligence analyst, gave him a security clearance, and shipped him overseas.

Brian Manning met Sue Fox in Haverfordwest, where she was raised. This small but bustling market town of fewer than 15,000 straddled a tidal river in rugged southwest Wales. The young sailor was stationed at an air force base there, where he worked maintaining the militarys then-cutting edge computer systems. In 1976, on the day after Brian turned twenty-one, the couple married; later that year, on December 17, their daughter, Casey, was born.

Brian got out of the navy in 1979 and completed an associate degree in computer science at a community college in Orange County, California. He planned to continue at UC Irvine, but in the summer before the start of the school year a position became available setting up and managing industrial-scale computers systems at Hertz Renta-Car in Oklahoma City. It was a well-paying job with the chance for advancement and substantial travel. Unlike in Southern California, in Oklahoma Brian could afford to buy a comfortable house in the exurbs for his wife and six-year-old daughter and prepare a space in the family for the next child he and his wife hoped soon to have.

The Manning family moved into a humble, two-story, white farmhouse several miles north of Crescent, on five acres of land off a remote road where the gravel thins just before conceding to the red dirt underneath. Here, on the outskirts of a rural Oklahoma town, the computer engineer and the young Welsh woman who married him assembled the idyllic home into which Bradley was born on his sisters eleventh birthday, December 17, 1987.

Brian and Sue had tried for years to have another child, and the boy was welcomed into a loving family. Casey adored her little brother. Brian could be stern and distant and spent long stretches away on business trips to Europe, but even when Bradley was a baby his dad invited him into his world of computers, letting the boy sit with him and peck away at the keyboard.

Sue loved little children. She liked to get out her Russian nesting dolls and Jacobs ladder, toys that are, notably, more for adults who are playing with little kids than for little kids playing among themselves. She was a doting mother, with little in life but her household. A small-town girl herself, she didnt work and didnt drive, instead spending her days caring for her young and keeping a neat home. She spent time in her abundant organic garden, pulling weeds; planting corn, tomatoes, asparagus, peppers, and sundry other vegetables; and picking fresh blackberries. On some mornings, she squeezed fresh juice from oranges and called to her son, who came bounding downstairs to the kitchen for breakfast with Mum. When Bradley was a few months old, the family moved to Phoenix, but they returned to Crescent before his second birthday.

Bradley had acres of countryside to explore, an aboveground swimming pool, a dog, a cat, and horses that his sister rode bareback. Neighbors were a quarter mile or more away, and he rode his bike with friends down the gravel and dirt roads, past trees and overgrown brush, cattle at pasture, fields of hay, and oil derricks. He rooted around in the dirt with toy cars and trucks. Indoors, he played video games at home on a Nintendo 64 or rode his bike to a friends house, dropped it at the doorstep, and ran inside to play video games there. Sometimes, he spent hours glued to the computer screen playing the game SimCity.

Like his parents, Bradley was very small in stature, but he was also notoriously hyperactive. Rhonda Curtis, who was a close friend to Sue and lived around the corner from the Manning house, thought of Bradley as a little cocker spaniel. Bradleys aunt Debbie, his fathers older sister, would later describe him as a hummingbird, starting one activity and then resting briefly before bouncing frenetically to the next. The energetic little boy grew up in an exurban-bucolic wonderland, living the full range of seasons on the lower Great Plains: muggy summer with june bugs and fireflies; the long, stormy spring; mild winter with generous snow; and the cool glow of autumn.

In the fall of 1993, Bradley started kindergarten at Crescent Elementary School with around forty-five other students. He was tiny, restless but obedient, and an active participant in class. Sue got good reports from teachers when she visited the school for conferences; her boy made excellent grades and never got into any real trouble.

By the third grade, when social hierarchies and self-aware identities begin to set in for children, Bradley could tell he was different from the other kids. He wasnt tall, strong, a great athlete, or especially popular. And though in the close-knit microcosm of Crescent schools it never reached the intensity it might have in the cold anonymity of a suburban megaschool, like many small boys Bradley was bullied. But little Bradley had one asset with which he could satisfy the need common to all children to feel empowered. He was smarter than the other kids. And he knew it.

On the hour-long bus ride home with the other children who lived in the countryside around Crescent, Bradley generally spent his time finishing homework while the others fired paper wads back and forth at one another across the center aisle and over the seats. But he wasnt always quiet. There was this one kid on the school bus showing off that he knew how to spell Mississippi, recalled Johnny Thompson, who was a grade under Bradley in school and, like Bradley, had one of the last stops on the school bus route. Bradley come along and was like, well I can spell television. And that just kinda blew our minds. When Johnny first talked to Bradley, he thought they were in the same grade, because Bradley was so short. I looked at his math homework, and it was algebra, and I had no idea what that was.

Whereas in a bigger, more impersonal school, a kid like Bradley might not have found a niche, in Crescent he got involved in a range of school activities. He won the science fair three years in a rowso many that there were jokes among parents about changing the rules so that one student couldnt win year after year. He was a promising saxophonist in the band and became personally close to the band teacher. For a time, he played on a youth basketball league. He became a star on the middle school quiz bowl team and took trips with other high-achieving students to competitions around the state. On such trips, he and a small group of friends would sit together on the bus and discuss questions of philosophy and moralitystuff, for that age, that was pretty deep, recalled Shane Watson, one of his teammates.

As an outstanding student, Bradley went on end-of-year field trips with others who made good grades. On one such trip, to Frontier City, an amusement park, he was walking around with a group of guys and a chaperone. The group stopped, with the Silver Bullet looming overhead; the rollercoaster lauds itself as the tallest in the state, and a dare to ride it is not an insignificant challenge among Oklahoma boys. The chaperone invited the boys to take a whirl on the towering coaster, but none would rideexcept Bradley, who rode the Silver Bullet alone.

While other kids lived in the myopia of childhood, focused on themselves, their friends, and their possessions, Bradleys curiosity about the world was drawing his young mind outside the city limits. He developed a rich fantasy life. With his best friend, Jordan Davis another bright kid low on the social totem polehe created imaginary companies, hiring and firing, buying and selling, and amassing make-believe wealth. For months, he and Jordan fixated on international intrigue of Bradleys own creation, an imaginary crisis involving oil and American intervention in the Middle East, inspired, apparently, by the first Gulf War, though Bradley was far too young at the time of the actual conflict to remember it.

Consistent with his experience as a little businessman, Bradley was a politically conscious adolescent and always very pro-business, pro-capitalism, Jordan Davis reported years later. He was never socially conservative, Davis said. He believed that society needed to be kind of ordered and that kind of thing, but otherwise he didnt care much for that aspect of conservatism. He was also notably interventionist in his outlook on the worlda budding neoconservative. For Bradley, like many young boys, the military held a romantic allure; unlike many young boys, Bradley thought about the wider implications of his boyhood war games. He was, according to his best friend, an advocate of what he would someday learn to call realpolitik. If you have to support a dictator to keep communism out, then yeah, do that, Jordan said.

Bradley was a precocious boy of strong opinions, and in the cloistered community of Crescent he developed a certain intellectual confidence. In class discussions he was assertive, at times argumentative, and unafraid to challenge authority figures when he felt they had it wrong. To many of his classmates and teachers, it seemed Bradley Manning was too smart for his own good.

When Casey had left home for college at Oklahoma State, her room on the upper level of the house had been bequeathed to Bradley. He quickly made it his own, strewing Lego creations across the floor and setting up the computer system that would become increasingly important to him.

By the time Bradley turned eight, Brian Manning had introduced him to the C++ programming language. Brian was not a naturally affectionate dad, and that combined with the amount of time he spent away from home produced a tenuous relationship between father and son. But, as when Bradley was a baby and Brian let him sit with him pecking away at the keyboard, at the PC the two found common ground. It was the mid-1990s, and the computer was rapidly becoming an ever more interesting toy as the Internet began going mainstream; Bradley took a quick and abiding interest.
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Crescent had bucked the trend of small-town decay for decades, but while the rest of the country was celebrating the economic boom of the 1990s, Crescent got left out of the party. A Kerr-McGee plutonium plant south of town near the Cimarron River had provided good local jobs until union activist Karen Silkwoods death in 1974. The dubious circumstances of Silkwoods passingshe was driving south on Highway 74, carrying, some say, documents for a New York Times reporter that would have revealed shoddy safety practices at the nuclear fuel plantinspired an Oscar-nominated Hollywood movie and gave the town its first taste of the national spotlight. In 1975, a year after Silkwoods body was found in a crumpled car by the side of the road, the plant closed.

Heavy flooding in the 1980s damaged the railroad, and after one major flood it was never repaired. The train stopped coming through town, and rail cars that could accommodate three thousand bushels at the grain elevator were replaced by truck trailers with only a third of that capacity. What once fit on a one-hundred-car train required three hundred separate trucks, and the increase in the price of moving grain to market reverberated through the towns economy. Weeds grew up over the abandoned rails, businesses shut down along Grand Avenue, and Crescent continued its slow decline.

What kept the town alive were the exurbanites, families with breadwinners who commuted to work in Oklahoma City but made their homes in and around Crescentfamilies like the Mannings, who might have stayed had the tumult not began at home.

In the isolation of her life in the Oklahoma countryside, Sue became a heavy drinker. A little woman with perpetually rosy cheeks, shed put vodka in her morning tea and pour vodka and Coke over ice cubes for her afternoon cocktails, taking care to be discreet about the booze around visiting friends. Late in the evenings after the family had gone to bed, shed be flush with a days liquor and call a friend, and theyd stay up late chatting for hours about their kids and the gossip around town. To friends, Sue seemed content with her life in Crescent, with a home and a bountiful garden to tend and a small group of women to lean on. But something was nagging at her beneath the placid exterior.

One evening on the phone her friend Diane asked Sue if she ever looked to God for help when facing lifes hardships.

Gods busy, Sue told her. He has a lot of other peoples problems to deal with. He doesnt have time for mine.

To those who knew him in Crescent, Brian Manning was a peculiar man. He was standoffishnot rude, but not friendly eitherand, being short like the rest of the family, accused by some of having a little mans complex. Though he lived out in the country and exuded a certain swagger, he wasnt the type to get his hands dirty, preferring to rely on others for his manual labor needs; a friend of Bradleys would later describe him as a suburban John Wayne. He went on business trips up to a month and a half long in Europe and boasted to his neighbor Bill Cooper about the women who, he said, threw themselves at him while he was away, though he insisted he never went further than buying them drinks. He ate in the English style, with the knife in his right hand and fork in the left, prongs pointed downward, claiming it was more efficient than the American method.

Sue was permissiveoverly sowith Bradley, but Brian was strict, and liberal with the belt. On at least one occasion, according to his sister, when Bradley was in around the second grade, he received a spanking so severe he told a teacher at school the next day that he couldnt sit down. Bradley told his friend Jordan about once hiding in a tree to escape his fathers punishing hand.

To outside observers, Sue, who was small and meek to begin with, seemed to recoil in the presence of her husband. In front of friends, neighbors, and even his kids, Brian insulted her, calling her worthless, stupid, and worse, according to numerous people who knew the family. The littlest thing would seem to set him off; sometimes it was nothing at all. The marriage came under increasing stress.

Bradley gradually learned to survive with little parental involvement. Sue started skipping parent-teacher conferences, but her sons straight As continued. Neighbors and friends parents gave Bradley rides to school in the evenings to, for example, set up his science fair exhibits. On school trips theyd send their own children with a little extra money to make sure Bradley had enough. When he was in the sixth grade, Bradley won a statewide academic meetthe first student from Crescent ever to do sobut when he walked onto the stage to receive his trophy, neither of his parents was in the audience.

As a child, Bradley was prone to spontaneous rage. According to Ellen Nakashima, writing in the Washington Post, an aunt recalled him hurling an iron across a room at a cousin during a family vacation. When something set him off at school, Bradley would sit smoldering, his face glowing ember red before hed slam a book down on his desk. At home he lashed out at his mother, screaming in anger at her and slinging insults like his dad.

As Bradley grew older, he retreated into video games and computers. He learned to write several languages of programming code and would access the back end of programs to edit the appearance of characters in a computer game. It was the late 1990s, and the Internet was just then becoming a truly ubiquitous, global phenomenon. For the boy sitting in his bedroom on the second story of a rural home in the central Oklahoma countryside, the Internet meant more than broadened horizons. It was an escape. His mothers drinking, his fathers verbal abuse, and his growing interest in the world beyond Crescent all conspired to exhort him to explore the world online.

In the summer of 1999, Brian Manning asked his daughter, Casey, to move back home, which she did. Things were not well with the family. Mere months later, Brian came home one day and told Sue he was leaving. I want to have my cake and eat it too, Brian said, according to what Sue later told a friend. Hed started seeing another woman, also named Susan, and he was moving to Oklahoma City.

That night Sue swallowed a handful of pills. Minutes later she woke up her daughter and told her shed tried to kill herself. It was a classic plea for help from a woman whose life was falling apart. The hospital was many miles away, and an ambulance might take too long to reach their country home. So Casey woke her dad, but he was too drunk to drive. They woke Bradley and piled in the car. Brian went for the front seat, but Casey stopped himsit in the back to make sure Mom is all right, she told him. Bradley could keep an eye on her, Brian said. They drove to the hospital with the eleven-year-old in the back making sure his mom didnt stop breathing.

Sue had her stomach pumped, survived, and spent about a week in the hospital under psychiatric evaluation. Brian moved out of the house promptly. He returned later with his new girlfriend to collect some belongings hed left behind. Bill Cooper, the neighbor, was driving by and stopped to say hello. Hi, Brian, how you been? Bill said. They talked for a moment while the new Susan sat in silence in Brians little red pickup. Bill invited Brian to come up to his place for a visit sometime, have a beer, and go fishing at his pond. Brian said he would, but Bill knew better. Brian then introduced his new girlfriend to Bill.

Ah, you got yourself another Susan, so in the heat of passion you dont call out the wrong name! Bill said, grinning.

Brian scowled, silent, and walked to the house. He grabbed the things hed come for and left. Bill never saw him again.

The split was devastating to Sue. She had to take babysitting jobs to meet expenses, and her drinking worsened. Already a tiny woman, her weight plummeted, as the stress of losing her familyall, indeed, she had built her life aroundwrought devastation on her small frame.

Without a husband and unable to drive, Sue was even more isolated, and she became more dependent than ever on the help of friends and neighbors to buy groceries and pay bills (she never learned to write a check). Ignorant as to whether or not Brian had a retirement plan, or even the specifics of his salary, Sue had to rely on attorneys to obtain the information she needed to receive alimony (Brian had taken his financial records with him when he left). Rhonda, Diane, and others would buy and deliver groceries for her, always sure to bring a supply of Sunkist orange soda for Bradley and a gallon of vodka for Sue. The women didnt realize, at first, that the others were also buying gallon-bottles of vodka for Sue, which she was finishing at a rate of at least two a week.

Friends say Bradley seemed relieved by his father moving out. He started dressing differently, for instance, wearing more stylish blue jeans that his dad had prohibited. But deep down, the eleven-year-old was experiencing significant stress while his family was in upheaval. In the months following the split, his grades dropped for the first time ever. And as with any kid that age, he was dealing with an unfamiliar cocktail of hormones pumping through his veins. With his family disintegrating, Bradley was in the midst of adolescent sexual awakening, though his sexual development was working out differently than that of his friends.

One evening, in the summer of his thirteenth year, Bradley and another friend, Zach Said, were spending the night at Jordans house, a cottage on a large man-made pond outside of Crescent. Bradley was reclining on a couch while the three talked about video games. Jordan stood and walked out of the room for a moment and then heard Zach cackling from inside. He came back to find Zach doubled over, laughing, but Bradley seemed unfazed. Jordan sat down, and Brad spoke up.

I have to tell you something.

Jordan was listening now. What was so funny?

I have a crush on a boy. Im gay.

The boy, Jordan presumed, was himthey were best friends, after all. He thought a moment. Well  whatever floats your boat, man.

Bradleys coming outat that time he had not, so far as his friends knew, told anyone elsewas slightly awkward for Jordan, but the moment possessed a noteworthy lightness. This was not a cataclysmic event. Bradley was not brought before Crescents preachers to be purified. Hed felt compelled, while living in a close-knit, rural, conservative community, to confide in his friends that he was gay, presumably just to live honestly in his own skina display of improbable courage and sense of self for such a young man. Then the moment passed, and the boys picked back up their conversation about video games.

Around this time, while sitting at the dining room table, Bradley also told his mother, rather matter-of-factly, that he was gay. It was fine with her, she told him. But try not to tell other peopleespecially your dad.

Things were not good between Bradley and his father, who had remarried and taken on a stepson. After the separation, Bradley had remained living with his mother in Crescentthe two relocated to a smaller rental house in the middle of town, closer to school, the grocery store, the bankbut Brian did have visitation rights. One afternoon in 2001, when Bradley was thirteen, he came home early from a visit with his dad. He was fuming. His new stepbrother, Dustin, had changed his last name to Manning, and Bradley felt replaced. In a fit of frustrated rage, Bradley started charging the wall, running several vertical steps with the force of his momentum until jumping back down. Sue called her friend, Mary Egelston, for help.

Mary corralled Bradley into his bedroom, but he was no less despondent. Nobody understands! he shouted. It seemed his own identity had come utterly asunder, his place in the family finally supplanted, annihilated, lost. Im nobody now, Mum.

Something else happened that year, far from Crescent, that would dramatically affect Bradleys future.

On a clear Tuesday morning in the fall of Bradleys eighth-grade year, just weeks after students returned from summer vacation, he and Jordan were in a frenzy when they saw each other at school. An airplane had crashed into the World Trade Center in New York. When a second plane hit, the implications of the event began to sink in for the boys. Initially, Bradley hypothesized that, due to the height of the explosions, nuclear weapons might have been involved. They were, in Jordans words, just freaking out.

We understood the impact and the consequence, Jordan would later recall, the heaviness of what had happened.

The loss of life in New York was terrible, but what had them most worried were the inevitable consequences of the attack. The boys were concerned about the pandemic fear that might paralyze the American economy after September 11. And they knew American military and civil establishments would have to change in response to the attacks, perhaps dramatically.

Two months later, in November, Bradley met up with Jordan and Shane at Jordans grandparents house across the street from school, where they often hung out after classes were over. The three were in the backyard, standing around under a tree, when Bradley said he had an announcement. He told the two of them he was gay, not letting on to Shane that Jordan already knew. He followed up with the real bombshell: he was leaving Crescent, possibly forever.

Moving across the ocean to the United Kingdom was not an insignificant event. In the era before Facebook or Skype, the distance severely limited communications; for all Bradley knew this could be the last time he ever saw two of his best friends. Over the next several years he and Jordan tried to maintain contact, but for a time they lost touch. He never saw Shane again.

Bradley, now the man of the house, booked plane tickets online for himself and his mother. They flew to Potomac, Maryland, where they stayed with Bradleys aunt Debbie for a few days. On Thanksgiving Day, Bradley and Sue boarded an airplane in Washington and bid America good-bye. Sue was going back to her home, but Bradley was leaving his.
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The family moved into a three-bedroom apartment near Sues family, in Haverfordwest. Bradley enrolled at Tasker Milward, a school about the size of the town hed just left.

In this provincial Welsh town, the new American student was a hit. The students at Tasker Milward gave him a nickname: Bradders. He was small but assertive, spoke in an American accent, and clearly knew a lot about the world outside of their small town in the hinterlands of Wales. Bradley joined a computer club at school and, already able to write code in languages like HTML and PHP, became known in short order for his exceptional tech skills, which were a mark of pride for the new kid in school.

Bradley never lost the entrepreneurial spirit he had as a boy back in Crescent running make-believe corporations with his friend Jordan. He built websites for businesses other kids in the high school started, and he helped friends in bands put down recordings of their music. Bradley developed an online message board for the Haverfordwest community, called Angel Dyne, on which a person could create a user profile and sign in to correspond with others in town. By the end of the decade, Angel Dyne would seem dated, but in those early years the idea was original and inspired, a sort of proto-Facebook. He would later build a web interface to allow musicians to upload songs online, automatically convert them to mp3 files, and give them away or sell them at whatever rate the artist chose. The idea never took off, but it bears resemblance to tools like the iTunes Store and MySpace Music that came later. In his early teen years, Bradley honed his computer skills, displaying creativity, independence of thought, and an unambiguous ambition to do something important with his ideas.

Bradley was a student in Wales when the United States invaded Iraq in 2003. According to those who knew him in Haverfordwest, he was very openly against the war. He insisted that weapons of mass destruction were merely a pretense, masking the true reasons George W. Bush and Tony Blair conspired to overthrow Saddam Hussein: oil and revenge for the attempted assassination of Bushs father. He wouldnt hold the same position throughout the war, but his stance as an adolescent indicates a precocious, analytical mind. In expressing that opinion, he wasnt just being critical of the warhe was being critical of the vague but sophisticated-for-his-age realpolitik hed expressed back in Crescent.

Being short, foreign, and four-eyed, he was the natural target of teasing. The British style of playful insultstaking, as it were, the piss out of ones friendsdidnt sit well with Bradley, who preferred not to take the piss out of anyone. On one occasion, Bradley was on a camping trip with friends, but when he woke up all the tents around him were gone. The others had left while he was asleep.

Bradley was quick with a witty comeback but didnt stop there. As in his fits of frustration earlier in life, hed lose a sense of decorum and begin yelling and kicking. The entire spectacle merely egged on his tormentors.

Despite being a target, he was known to stand up for others who were the victims of bullies attentions. Just as he was outspoken in class and willing to stand up to teachers when he thought they were wrong, Bradley seemed unable to abide injustice in the hallways. He was willing, it seemed, to attack what he perceived as wrongheadedness wherever he saw it, at times with the ferocity (and forethought) of a Pomeranian.

Bradleys inability to get into the back-and-forth teasing of his Welsh classmates is illustrative of the cultural dissonance that was becoming a pattern in his life. In Crescent, once he developed selfawareness, the provinciality of the place and dissolution of his family worked in tandem to make him feel like an outsider. In Wales, with his strange accent, outspokenness, and precocious nature, he was every bit the alien. At Tasker Milward, Bradley got on well enough friends remember him as generally well-liked, if a bit prickly, and prone to outbursts when teasedbut he was never Welsh. He was never one of them.

Bradley spent much of his time at home up in his bedroom on the computer. He missed his sister, who was living out her mid-twenties back in the States, and he was worried for his mothers health. Though back among her family and the familiar sights of home, Sues alcoholism continued. Bradley confessed to relatives that he was afraid shed drink herself to death. The boy was taking care of his mother and living remarkably independently for a high school kid.

In 2005, Bradhe started going by the short version of his name as he grew olderdecided to return the United States. Hed finished high school but not stayed for his A Levels, the optional upper-level courses taken at the end of secondary school in the United Kingdom considered prerequisites for students intending to go to university. His mother had suffered two mild strokes and was becoming helpless. Brad, an only child living with an ailing single parent, was feeling desperate and had to get out. He called his dad and begged him to help him return home. The two had barely spoken during Bradleys four years in the United Kingdom. Brian had moved on, with a new home, a wife, and a stepson, and the call took him by surprise. Nonetheless, he agreed to help Brad get settled back in Oklahoma. Hes my son, he later explained.

In early July, Brad traveled to London to have his passport renewed at the American Embassy. He spent a Wednesday night at a hostel in Kings Cross. The next morning he awoke and headed toward the Tube, Londons underground public transit system. He walked down into the station at the moment of the explosion. He later described the scene: There was a horrific boom, screaming, sirens, and thick black smoke. It was July 7, 2005. London had just become the victim of its first major Islamist terrorist attack.
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Brad left Sue in the care of relatives living nearby and traveled back to the United States. He moved into his dads house in Oklahoma City with his new stepmother and stepbrother.

He started a job at Zoto, a software start-up with a techie culture that would seem to appeal to the seventeen-year-old. The office was dotted with Macintosh computers, whiteboards, and meandering robots. Zoto was a great opportunity for Brad to put his intellect and computer skills to work in the real world, but the companys CEO, Kord Campbell, to whom Brad became close for a time, found him a troubled kid. Brad confided in Campbell. He told him that living with his mother back in Wales had been like living with a child. I felt like a parent with her, he said. He also told him, My stepmom hates me.

Campbell noticed Brad becoming increasingly detached from the world around him. On one occasion, Campbell was teaching Brad to drive when he failed to brake as the car neared a stop sign. Campbell alerted him to stop, and Brad hit the brakes but then froze. I had to put on the emergency brakes, get out, walk around the car, open the door, and touch him before he finally snapped out of it, Campbell would later recall. As time went on, Brad seemed to have increasing trouble focusing on work. Finally, Campbell told him that, though he was sorry it had come to this, he had to let Brad go. He had, he said, a business to run.

Tensions at home mounted. Brad butted heads with his stepbrother and fought constantly with his stepmom. Ever since Brad moved home from the United Kingdom, Brian and Susan had been helping him with car insurance, a AAA membership, and spending money, and Susan was sick of it. Her own father died from emphysema and she hated cigarettes, but Brad had picked up the habit and tested the limits of her hospitality by sneaking off to the garage to smoke. Despite a strict rule against eating and drinking outside of the kitchen, Dr. Pepper cans littered the space under his bed. Brad was by now openly gay, causing friction with his dad and stepmother. And he kept overdrawing his banking account, expecting Brian and Susan to bail him out. Topping it all off, hed been laid off from Zoto, and Susan complained that he needed a job.

In March 2006, the smoldering conflict erupted. According to Susan, she had been telling Brad to get himself employed, when the argument escalated and Brad pulled out a knife. Brian Manning, recovering from cancer and dependent upon a walker, lunged between the two to protect his wife and fell to the ground. Susan called 911.

Oklahoma City 911.

Yes! Her voice shook with hysteric vibrato. I need an officer here at my house please, and I need him here immediately. My husbands eighteen-year-old son is out of control. He just threatened me with a knife, and his father just had surgery and he is down on the floor. You get away from him! she screamed. Get away from him!

Maam, the dispatcher said. Is the kid white, black, Indian, or Mexican?

Pardon?

Is he white, black, Indian, or Mexican?

White.

What kind of shirt or jacket is he wearing?

Black.

The dispatcher asked if Brian needed an ambulance. Susan said no.

Whats he upset about? the dispatcher said.

Because I have been telling him he needs to get a job and he wont get a job. He thinks he should just be able to take money from us.

In the background, Brad spoke up in a voice incongruously gentle for the middle of a family brawl. Are you OK, Dad?

Exasperated, Susan appealed to Brian. He aint staying here. I aint staying here with him. You better find somewhere for him to go because he aint staying here.
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Many years later, after Brad Mannings arrest in connection with the WikiLeaks releases, this episode would be the subject of tremendous attention in the international media. The PBS program Frontline uncovered a recording of the 911 call and released it online in its entirety. To some, airing it presented a distorted image of a young mans personality by highlighting one voyeur-ready, highly dramatic snippet of his life. Frontlines defenders argued the call was a rare window into a key moment in Brad Mannings troubled youth.

While conducting interviews for the Frontline documentary, chief correspondent Martin Smith butted heads with Julian Assange on the decision to air the call, which Frontline had released earlier to build publicity for its forthcoming program. Smith had arrived at the English country estate in which Assange was then living, prepared to start asking questions. Instead, after the cameras and lights were set up, he found himself the subject of an interrogation, as WikiLeaks turned its own camera on him and Assange began his inquisition.

Events in the home, these are

Smith cut Assange off. Do you think I should not report on a 911 call?

Yes, I think you should not report on it, Assange said.

Well, I would disagree with that.

Because, in the broad sweep of someones life, that is one event, of someone age eighteen, et cetera, said Assange.

Smith appealed to WikiLeaks own principles. So, I would have censored that.

Yes, Assange said, hesitating. Because it would be distortive. It would have a distortive effect on the broad sweep of someones life, because it is so emotive.

I think youre not giving the audience enough credit, Julian, Smith said, arguing that the circumstances of the disputean eighteen-year-old living at home with a stepmotherwas context enough for the viewer to understand what the call did, and did not, reveal.

The debate over Frontlines decision to release the recording of the 911 call was emblematic of the controversies that would arise over the medias coverage of Manning. Were these intimate details of Mannings early life relevant to the story? And if so, was it proper to release them with the implicit suggestion that the leaks were inspired more by the leakers troubled past than by higher motivesbefore the accused was able to speak for himself?

Furthermore, Manning remained innocent until proven guilty. Yet the media storm that erupted after his arrest, and subsequent investigations into his short life (investigations that this writer took part in), served, slowly over time, to convict him in the court of public opinion, despite an astonishing-in-retrospect lack of publicly available evidence that he was guilty. In the months after Mannings arrest, the single piece of evidence available to the public linking him to the leak was a series of excerpts from easily edited logs of chats he allegedly had online over a several-day period with a stranger, Adrian Lamo. But Manning had suddenly become a public figure, his name now associated to a massive leak of state secrets, and the people wanted answers. Just as significant was journalists own hunger for information about the story, which had special relevance to their profession. In discussions about Manning, alleged became a stock phrase, appended to sentences by supporters and journalists alike with such imprudent, almost comical frequency that it began to lose all meaning. The media at large effectively skipped over the natural first question, Did he do it? and added to it the more interesting preamble: Why?
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When the police arrived at Brian Mannings house in Oklahoma City, they escorted Brad outside and drove him to an overnight shelter. Brian called Casey, who was living nearby with her husband, and told her what had happened. Casey called her husband, who picked Brad up from the shelter and took him back to their house, where he stayed for a few days.

Unable to go back to his dads and unwilling to be a burden on his sister, Brad packed his few belongings into the little faded red pickup truck his dad had given him and called up his old friend Jordan Davis to tell him he was moving to Tulsa. Jordan, now living in Tulsa with his parents, asked where he was going to stay. Brad said he didnt know. It seemed like an odd move to Jordan, abandoning home with what little he had and moving to a new city.

Brad told Jordan hed gotten into a fight with his stepmom and been kicked out of the house. He didnt have a lot of options. Considering the circumstances, Jordan thought he sounded improbably cheerful. You gotta do what you gotta do, Jordan said.

Brad drove onto the Turner Turnpike, barreling eastbound out of Oklahoma City toward an uncertain future in Tulsa. For the first time in his life hed struck out on his own. He knew he was smart and capablemade, if he was bold enough to try, to accomplish great things. But ahead lay a mix of uncertainty and opportunity. Hed been fired from his first real job, and he needed an education but didnt have a clear route to one. Hed just returned to the States after spending several of his formative years abroad, and he didnt have a network of high school buddies to lean on. He was eighteen years old, effectively homeless and nearly alone. But he was free. For the first time in his life he was free.

It was the grand finale to a childhood thrown into chaos. Brad hadnt felt at home in his hometown, and now, he didnt have a home in his own family. For Brad Manning, much of the next four years would be a continual and variously disguised search for home.


2

Hack the World

It was a philosophy of sharing, openness, decentralization, and getting your hands on machines at any cost to improve the machines and to improve the world.

From Hackers: Heroes of the Computer
Revolution by Steven Levy (1984)

In a small, terraced house across the street from the University of Melbourne, a thirty-four-year-old undergraduate in mathematics and physics was working vigorously on a plan to transform the world. He was always telling me about ideas, recalled the girlfriend he was living with at the time. The computer programmer was a self-styled activist-philosopher. Hed grown up among nonconformists, mistrusting the establishment, and devoted much of his time to thinking about the nature of authority. He intended nothing less than to change the basic functioning of government on earth.

By late 2005, hed settled on an idea. His girlfriend remembers coming home one day to find him in his room, next to a massive whiteboard appended to the wall. He described a website on which anyone in the world can post documents, anonymously, she later said. Written on the whiteboard was one made-up word, which stood for both the name of an organization and a concept; neither was revolutionary in the literal sense, but both would transform the world.

WikiLeaks.
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Julian Assange was born in 1971, in Townsville, on Australias northeast coast, but much of his youth was spent seven miles offshore in the rustic resort community of Magnetic Island. In the 1970s, the island was a haven for artists, nonconformists, and back-to-the-land types. Assanges mother, Christine Hawkins, suspended fruit from the ceiling to protect it from wildlife, found taipans in her sons bed, and hacked a path to her front door with a machete. She lived, she later recalled, in a bikini, going native with my baby and other mums on the island. Assange described much of his youth as like that of Tom Sawyer riding horses, fishing, building rafts, and exploring the wilderness.

The familys three stints on Magnetic Island were placid interludes in Assanges otherwise unsettled childhood. His mother lived as an itinerant artist, carting Assange and later his half-brother on her odyssey through the lefty bohemia of 1970s Australia. The family moved often: Sydney, Brisbane, the Adelaide Hills, Perth, and a string of towns along Australias western coast. Later in his childhood, from age eleven to sixteen, Assange was led to believe the family was being pursued by his half-brothers father who had joined a powerful and dangerous cult known as the Family (a custody battle over Assanges half-brother led Christine to take to the road). Assange had changed residence more than a dozen times by the time he was fourteen (he has claimed a number as high as thirty-seven). Traipsing around Australia with his mother and a changing cast of father figures, at times in paranoid flight from a supposed stalker in a shadowy cult, made for a disjointed and unconventional childhood.

Assanges mother burned her schoolbooks when she left home on a motorcycle at age seventeen; she showed no more esteem for formal education in the rearing of her son Julian. The familys frequent changes of residence made consistent education impossible, and Assange had difficulties in school, which Christine explained were due to his high level of genius. For eighteen months he was taken out of school entirely, purportedly due to an illness. During this time he was homeschooled.

Despite the absence in his life of academic rigor, Assange was driven by an innate curiosity. He read widely and voraciously, developing an interest in science and philosophy. Relatives of the young Assange described him as sensitive and geeky, but he could also be pedantic and self-important. Other kids called him the Prof due to his penchant for trying to teach them about what he learned. Assange told Raffi Khatchadourian, writing for the New Yorker, We were bright, sensitive kids who didnt fit into the dominant subculture and fiercely castigated those who did as boneheads.

When Assange was eleven years old, the wandering family lived across the street from an electronics store, into which the boy would venture to tool around on a computer in the shop. He was drawn to the computer, unraveling and manipulating the code in well-known programs. So taken was the boy with the machine that his mother moved the family to a cheaper rental house, where she could save money to buy one for him. Eventually, she did.

Released in 1982, the Commodore 64 was to the personal computer what the iPod was to the digital music player. Compared to the personal computers that came before, it was sleek, fast, and cheap, selling seventeen million units over twelve years. The bestselling personal computer of all time, it set off a revolution in home computing, bringing the high-powered computer to the middle-class home. And in its mass-produced interface, Assange found a world that satisfied both his intellect and his disposition. The austerity of ones interaction with a computer is something that appealed to me, Assange has said. It is like chesschess is very austere, in that you dont have many rules, there is no randomness, and the problem is very hard.

In 1987, Assange got his first modem. He was living with his mother in Emerald, a slow-paced exurb of Melbourne that the precocious sixteen-year-old found mind-numbingly boring.

In those days, there was no such thing as a websitethere was still no World Wide Weband no publicly accessible connection from Australia to the then-nascent Internet in the United States. But there were smaller local computer networks. On these, Assange made his first forays out of his stultifying exurban existence and into the interconnected digital world.

He communicated with other computer users, often bright teenagers like himself, via online bulletin board systems (BBS). For teens whose offline social lives barely existed, the conversations were like digital parties. Talk revolved around the technical questions early-adopter computer techies were interested in, like hardware, software, and programming languages. Users explored the possibilities and limitations of computer networks and what it took to push beyond those limitations, sharing with one another what they learned along the way. The same curiosity that compelled these young menthey were almost all malesto learn for themselves the inner workings of still fairly uncommon computing machines attracted them to further explorations of digital networks. Assange, under the moniker Mendax, formed common cause with two other teenagers who were keen on embarking on these sorts of expeditions. Displaying an early proclivity for the theatrical, Assange and his teenage friends proclaimed themselves the International Subversives.

Piggybacking on the superior computing power of the mainframe at the Royal Melbourne Institute of Technology, the young techies accessed the computer system at the Australian National University, through which they accessed the Lonsdale Telephone Exchange, a doorway into computer networks worldwide. Over a period of several years, through skilled guesswork, programming, and social engineeringa term for operating in the real world to deceive people into divulging confidential informationthey got into such sensitive systems as those of the United States Air Force and Navy, the defense contractor Lockheed Martin, NASA, Motorola, Unisys, Xerox, the US Department of Defenses unclassified MILNET, and the nuclear research laboratory at Los Alamos.

When Assange was seventeen, he moved out of his mothers house and in with his girlfriend, Teresa. They relocated into Melbourne proper, Australias buzzing cultural and intellectual capital. As the central node of the countrys particularly irreverent brand of countercultural politics, Melbourne became a sort of real-world BBS chat room for the Australian hacker underground.

Assange and Teresa married in an unofficial ceremony and the next year had a son, Daniel, but in 1991 the couple had a bitter split. In the confrontation that ensued, Teresa tore through the house, throwing open drawers as she grabbed her belongings and left. She took their son with her. Assange was devastated and descended into depression.

With Teresa and Daniel gone, the house was half-empty and in disarray, tousled clothes littering the floor. Assange nearly stopped eating. He sank into unsettled lethargy, tortured by melancholy on restless nights. And he became careless.

On the evening of October 29, 1991, Assange was reclining on a couch at home, reading Soledad Brother, the collected letters of a black man wrongfully imprisoned by the state of California. He had a speaker system connected to his computer modem, which was connected to the phone line, and the slow staccato of a busy signal droned through the house, an electric mantra for his sense of futility and his resignation to it. The incriminating disks he usually kept hidden in his beehive were strewn around the computer.

At 11:30 PM, a loud knocking sounded from his front door. Standing outside were nearly a dozen officers of the Australian Federal Police.

The so-called International Subversives were bound by an ethical code. They forbade themselves from doing any harm during their online expeditions or taking any malicious action based on what they found. It was a kind of perversion of the Boy Scout principle to leave no trace. They changed as little as possible on their ventures into the digital wilderness, only adding or removing code so as to leave a secret door ajar for their next foray or in order to cover their tracks. They were, and considered themselves to be, hackers, but their illicit explorations of closed networks bore greater resemblance to teenagers breaking into a high school for kicks on a Friday night than to the sort of illegal activity the media would come to label with the grossly misunderstood term hacking.

Indeed, the first hackers hadnt been criminals at all, nor had they been primarily interested in computers. They had been college kids with a railroad hobby.
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At the Massachusetts Institute of Technology in the late 1950s, two sometimes hostile factions comprised the Tech Model Railroad Club (TMRC). There was the nostalgic faction, who painstakingly constructed train replicas, tinkering and painting in fine detail. They subscribed to railroad magazines and took trips on aging lines, reveling in railroad lore. And there was the S&P faction, with members concentrated in the Signals & Power Subcommittee. What held their interest was not sentimentality for the railroad or the meticulous reconstruction of model trains but the interconnected system of switches and rail lines on which trains traveled. A tweak in one part of the network rippled throughout, in vibrant, alluring complexity. The interlinked system seemed to move and breathe in dynamic unison, a living puzzle begging to be dissected, understood, and optimized.

Fueled by the Coca-Colas they seemed always to have at hand, the S&P crew spent late nights tinkering with the system. Using dials appropriated from telephones, Steven Levy wrote in his seminal tome on the subject, Hackers: Heroes of the Computer Revolution, the TMRC engineers could specify which block of track they wanted control of, and run a train from there. The hours their classmates spent studying, they devoted to experimenting with and improving the system. Levy writes, A project undertaken or a product built not solely to fulfill some constructive goal, but with some wild pleasure taken in mere involvement, was called a hack. The most inventive and productive members of the S&P Subcommittee proudly donned their moniker: hackers.

From the beginning, the term was colored with a shade of mischief. The intricate pranks for which MIT students are still renowned, like disguising the campuss Great Dome as the Star Wars character R2-D2 or placing a full-size replica of a campus police car atop it, had long been called hacks. An association with the unbridled creativity of these perennial high jinks was not likely lost on the TMRC hackers.

In the bowels of one building at MIT was the Electronic Accounting Machinery Room, a climate-controlled citadel that housed one of MITs most expensive pieces of equipment: the IBM 704. The massive proto-computer filled an entire room and was jealously guarded by those who ran the machine, who were known commonly as the Priesthood. Mere laymen were not allowed direct access to the IBM 704 but could submit requests to the priests, who would feed the machine the punch-hole cards it used to make computations. Hours and sometimes days later, if the instructions laid out on the cards were without error and the machine did not break down, it would spit out the results of its processes.

The IBM 704 was not merely a shortcut for calculations. It was a system unto itself, into which a set of instructions could be plugged, the results analyzed, the instructions tweaked, improved, improvised, and, for the creative, unruly few tempted to think beyond the rules and regulationsthe very purpose of the machinehacked.

In 1959, MIT offered its first course in computer science (it was ridiculed, initially, as a hairbrained notion for a discipline). The class was taught by John McCarthy, the mathematician who coined the term artificial intelligence, and, mystifyingly to his critics, pioneered the use of a programming language to teach a computer to play chess. Under McCarthys tutelage, the worlds first computer hackers pushed the boundaries of the possible and began creating the digital world as we know it today.

As computers steadily improved, the complexity and possibilities of programming expanded. Early hackers turned computers into numerical translators, converting Arabic numerals into their Roman counterparts. They tweaked their computers to play music, rendering Bach fugues and Gilbert and Sullivan operettas in humming electric tones. Then they turned the machines into musical instruments. Much to the annoyance of his befuddled professor, one MIT hacker wrote a program that allowed him to make computations for the homework from his numerical analysis class; in irreverent homage to the still multimillion-dollar machines, he called his program the Expensive Desk Calculator. Hackers built one of the first video-game controllers and even the first videogame. (It was called Spacewar and, as it was endlessly being hacked and thus improved, was a significantly more interesting game than Pong, born years later.)

In tandem with the computing power of their machines, an unwritten set of guidelines evolved for the nascent hacker subculture. Levy identifies five principles that composed, and still compose, the essence of the Hacker Ethic.

Computers can change your life for the better. The computer is the ultimate tool, and the world can be made better by using it in innovative and useful ways.

Art and beauty can be created on a computer. Music and graphics are impressive, but the true beauty in a computer resides in the code. Elegant in its logic, beautiful in its dynamic unity, the perfect program could be every bit as magnificent as the most complex life form.

Hackers should be judged on their hacking, not credentials, age, race or position. Hacking is a meritocracy. Logic and utility reign, and arbitrary status symbols, which corrupt meritocracy, are worse than meaninglessthey are contemptible.

Mistrust authority, and promote decentralization. Ever since the early days, when hackers were kept at a distance from the IBM 704 by the Priesthood, authority figures and their bureaucratic rules had only hindered exploration and innovation.

All information should be free. Hacking depends on information about systems moving freely among people. In the ultimate free marketplace, the best programs are quickly shared and improved and the improvements shared, and thus, through laissez-faire exchange, creativity is at a premium, and the meritocracy of hackers and hacks prevails. How can a system be dissected and improved if its internal workings are kept secret?

The Jargon File, a regularly updated repository of hacker slang and culture, offers several concise definitions for hacker. First on the list is, A person who enjoys exploring the details of programmable systems and how to stretch their capabilities, as opposed to most users, who prefer to learn only the minimum necessary. And another, One who enjoys the intellectual challenge of creatively overcoming or circumventing limitations.

Hackers, Steven Levy writes, believe that essential lessons can be learned about systemsabout the worldfrom taking things apart, seeing how they work, and using this knowledge to create new and even more interesting things. They resent any person, physical barrier, or law that tries to keep them from doing this.

The Internet Engineering Task Force is the closest thing the Internet has to a governing body. Its Internet Users Glossary offers as good a definition of hacker as any, with an added nod to the substantial confusion that has come to surround the term. A hacker, according to the glossary, is a person who delights in having an intimate understanding of the internal workings of a system, computers and computer networks in particular. The term is often misused in a pejorative context, where cracker would be the correct term.

This usage of the term cracker, according to The Jargon File, was coined in 1985 by hackers who sought to distance themselves from those among their ranks who used their skills to penetrate secure networks. It hasnt stuck. To the extent that the English language is socially constructedwhich is to say to a large extentamong the meanings of hacker is still a tech-savvy computer user who breaks into closed computer systems.

The fact is, there are two basic and often overlapping categories of hackers unified by a shared sense of playful, subversive whimsy and, ostensibly, the principles laid out above. There are the builders, heirs to their Tech Model Railroad Club forbearers, who take things apart to put them back together, to innovate and optimize. And there are the raiders, who employ many of the same talents to circumvent network security and penetrate closed systems. Julian Assange and the International Subversives were of the latter sort. But even within this category there are key distinctions, which the hackish culture has looked to Hollywood to help describe.

In the classic formulation of the old Western film, there is a villain, wearing a black hat, in conflict with a hero, wearing a white hat. A black hat is thus a hacker who uses his computer skills with malicious intent, such as writing a virus program or breaking into the secure network of an online merchant to steal credit card information. A white hat is a hacker who uses his powers for good, chiefly to test and shore up network security to defend against black hats. Along this gradient is the gray hat, a hacker who may break the law in the course of penetrating a secure system but who does so without malicious intent. In this sense, the gray hat comes closest to the purest essence of the hacking ethoshe doesnt do it for the money or because hes told to; he does it, ultimately, for the thrill of the hack.

When the Australian Federal Police raided Julian Assanges house in 1991, one of the worlds great, budding gray hats was temporarily taken offline.
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The police ripped through Assanges house with enthusiasm exceeding his wifes rampage in leaving it. They took his computer, tore up the carpet, and took every book and scrap of paper. They even confiscated Assanges collection of old Scientific American magazines. They tried to interrogate Assange, but he said little, and after consulting an attorney on a legal-aid hotline, he said nothing at all.

The months after the police raid were among the lowest of Assanges life. He didnt touch a computer for six months. The state waited years to formally press charges, and amid the uncertainty Assange descended further into the aimless depression his wifes abrupt departure had wrought. His mental condition became so unstable that he checked himself into a psychiatric ward, but after a brief stay he began to feel the institution was doing more harm than good. He moved in with his mother, but that living arrangement proved untenable, and he left after only a few days. He wandered the countryside surrounding Melbourne, sleeping in city parks, grassy meadows, riverbanks, and the eucalyptus forests of eight-thousandacre Dadenong National Park, in Melbournes outer suburbs.

By the time Assange received his charges in the mail, in July 1994, he was in better spirits. He was making money as a programmer and consultant and, with his mother, had launched a personal campaign to recover custody of his son, Daniel. He formed an organization that fought corruption and lack of accountability in the government of the Australian state of Victoria. According to Underground, a book about the Australian hacker scene by Suelette Dreyfus, for whom Assange worked as a researcher, he acted as a conduit for leaked documents that were used in court cases against the state government.

When he finally went to court to face his hacking charges in late 1996, Assange was given a relatively a minor sentence. Total damage claims from the hackers activities, incurred not from repairing vandalism but from diverting resources to fight the intrusions, totaled more than $160,000 (AUD). In the end, Assange was ordered to pay $2,100 in reparations to the Australian National University and given a three-year good-behavior bond of $5,000. The judge cited Assanges unorthodox upbringing as a mitigating factor in sentencing but added, highly intelligent individuals ought not to behave like this, and I suspect it is only highly intelligent individuals who can do what you did.

Despite the leniency of his sentence, Assanges first-person confrontation with the legal establishment profoundly shaped his political thinking. He alluded to the experience years later, in mid-2006, when he wrote, with characteristic hyperbole:

If there is a book whose feeling captures me it is First Circle by Solzhenitsyn. To feel that home is the comraderie of persecuted, and infact, prosecuted, polymaths in a Stalinist slave labor camp! How close the parallels to my own adventures!  Such prosecution in youth is a defining peak experience. To know the state for what it really is! To see through that veneer the educated swear to disbelieve in but still slavishly follow with their hearts!  True belief begins only with a jackboot at the door. True belief forms when lead into the dock and referred to in the third person. True belief is when a distant voice booms the prisoner shall now rise and no one else in the room stands.

While he was waiting to be charged as a cybercriminal in the early 1990s, Assange became involved with the Cypherpunks, a movement interested in the use of technology to protect individual privacy from government intrusion. The core group formed in the San Francisco Bay Area in 1992 out of the young Silicon Valley computer programmers who were striking it rich and retiring early. Australian academic Robert Manne writes, It must have been more than a little gratifying for a self-educated antipodean computer hacker, who had not even completed high school, to converse on equal terms with professors of mathematics, whiz-kid businessmen and some of the leading computer code-writers in the world.

For nearly a decade, Assange was active on the Cypherpunks mailing list, a lively thread of impassioned back-and-forth on issues related to privacy, encryption, and freedom in the digital age. The Cypherpunks were, in large part, libertarians of the Ayn Rand variety: purist anarchists fervently opposed to Big Brother-style government surveillance and elitists in favor of a strict and cold-hearted meritocracy. Assange too cast his lot squarely with autonomous individuals and against the surveillance state, but when others on the mailing list delivered laissez-faire diatribes, he criticized their political bent with equal zeal. In one post, he refers to labor unions as those devious entities that first-world companies and governments have had a hand in suppressing all over the third world by curtailing freedom of association, speech and other basic political rights we take for granted. The group had a profound influence on his political development, but records of the correspondence also reveal Assange tacking away over time from the rightist anarchism of Cypherpunk custom.

At the core of the cypherpunk philosophy, Manne writes, was the belief that the great question of politics in the age of the internet was whether the state would strangle individual freedom and privacy through its capacity for electronic surveillance or whether autonomous individuals would eventually undermine and even destroy the state through their deployment of electronic weapons newly at hand.

This point is essential. A first cousin to the hacker ethic, with its creation story of overthrowing the IBM 704 Priesthood at MIT, the Cypherpunk worldview was fundamentally about empowering individuals and disempowering the state. To this end, the Cypherpunks advocated a dual-pronged program: autonomy and privacy for individuals and transparency with oversight for institutions, namely the state. Put more simply, they called for individual privacy but institutional transparency.

In 1995 a New York City-based architect and former 1960s radical named John Young joined the Cypherpunks mailing list. The following year, Young came across a federal report released only in hard copy that dealt with regulatory issues and encryption products. Inspired by the impassioned exchanges he was following on the Cypherpunks thread, Young scanned the report and posted it online. And so began Cryptome.

Young created the website Cryptome.org to host documents related to freedom of expression, privacy, cryptology, dual-use technologies, national security, intelligence, and secret governance, including open, secret and classified documents. By 2000, Cryptome had amassed an online archive of more than four thousand documents. Youngs Cryptome.org was ruffling feathers at the FBI, NSA, and CIA and as far afield as Japans Public Security Investigation Agency and Britains MI5. Julian Assange remained active on the Cypherpunks mailing list as the Cryptome project took off. All the while he was paying attention.

Assange corresponded with the Cypherpunks using two primary e-mail addresses: proff@suburbia.net and proff@gnu.ai.mit.edu. Suburbia.net was an Australian public Internet-access system in the early 1990s, which, according to the sites About page, had members from all walks of life. From magistrates and politicians to convicted computer hackers! who shared a common interest in the free flow of information and ideas. Assange was, as he put it, the chief technical brains for the Suburbia Public Access Network, which he called a low-cost, power-to-the-people enabling technology.

The gnu.ai.mit.edu domain was a similarly publicly available Internet access system, maintained at MIT, by the philosopher-king of the GNU project, Richard M. Stallman. Both the GNU and Suburbia accounts were available for free, but, as Stallman would say, they were also free as in freedom. As an icon and guru in MITs hacker culture, Stallmans ideas would have an important influence on both Assange and Brad Manning.
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By the 1970s, the hacking culture midwifed in Cambridge, Massachusetts, had spread. The growing popularity of academic computer centers and a torrent of Defense Department fundslong the lifeblood of the computer research central to the growth of hackerismled to the development of hacker hives across the country, most notably at Stanford, planting the seed of what would become Silicon Valley. Though the once-tiny hacking subculture at MIT had established colonies as far away as northern California, MITs hacker core remained. On the ninth floor of a building at MITs Tech Square, in the Artificial Intelligence (AI) lab, the hacker ethos was safe and strongfor a while. And that is precisely what drew Richard Stallman to the computers across town.

Stallman had grown up in New York City in a politically conscious household during the tempestuous 1960s. He enrolled at Harvard in 1970 to study mathematics and science, and quickly developed an interest in computers. But Harvards computer labs were stodgy and laden with regulations, bureaucracy, and graduate student gatekeepers, like the Priesthood who guarded the IBM 704 at MIT back in the 1950s. Time at Harvards computer terminals was allotted based on academic rank, forcing undergraduate peons like Stallman to wait patiently until their elders were finished before they could use the machines.

In 1971, as the end of his freshman year approached, Stallman heard about a computer lab near the eastern end of Cambridge where the programmers had overthrown their Priesthood, where the computer terminals were first-come, first-serve, open to any and all, and where social standing was strictly meritocratic, unlike the dull, academic hierarchy at Harvard. Stallman made the two-mile trek to the Artificial Intelligence lab at MIT, and by the time he left that day he had a job writing code. A hacker was born.

Thats the way it was back then, Stallman later said, as recounted in Sam Williamss Free as in Freedom: Richard Stallmans Campaign for Free Software. Thats the way it still is now. Ill hire somebody when I meet him if I see hes good. Why wait? Stuffy people who insist on putting bureaucracy into everything really miss the point. If a person is good, he shouldnt have to go through a long, detailed hiring process; he should be sitting at a computer writing code.

The fresh-faced, timid Harvard geek was subsumed into hacker culture. When not doing work for his classes at Harvard, he was at the MIT AI lab, writing code, chowing down on Chinese food during all-night marathon hacking sessions, and, as had become tradition among MIT hackers, busting through whatever stood in the way of his access to AI lab computers. MIT professors who, out of forget-fulness or spite, left AI lab computer terminals behind locked office doors at the end of the day had their offices routinely broken into either through surreptitious means or with something as inelegant as a battering ram. While other computer labs around the country were installing password-protected security systems, MITs hackers stood steadfastly against such measures. Hacking, after all, depended on openness, collaboration, and the free exchange of information. Passwords and the like were, the hackers felt, antithetical to their ethos.

The hacker scene awakened Stallmans social being. Once a wallflower, it wasnt long before he was actually seeking out social interaction and speaking out politically. The Watergate scandal, which grew to a boil during Stallmans college years, affected him deeply. Williams writes: To the hackers, Watergate was merely a Shakespearean rendition of the daily power struggles that made life such a hassle for those without privilege. It was an outsized parable for what happened when people traded liberty and openness for security and convenience.

The proud atheist Stallman took to wearing an Impeach God buttona hack on the then-ubiquitous Impeach Nixon buttons and the doomed presidents infamous secret plan to end the Vietnam War. When people questioned him about the button he would answer: I have a special plan to save the universe, but because of heavenly security reasons I cant tell you what that plan is. Youre just going to have to put your faith in me, because I see the picture and you dont. You know Im good because I told you so. If you dont believe me, Ill throw you on my enemies list and throw you in a pit where [the] Infernal Revenue Service will audit your taxes for eternity.

The late 1970s and early 1980s were, many argue, the end of a golden age of hacking. The spirit of radical openness and collaboration was suppressed by what the hackers felt were exigent bureaucrats, protecting the interests of the powerful at the expense of innovation and all that hacking could offer. MIT professors who demanded passwords to protect sensitive research data eventually got them. More and more hackers were pulled away from the Eden of the AI lab and into the growing private sector around computers, amid dwindling Pentagon funds for computer science research in the post-Vietnam era. For Stallman, a watershed was reached in 1982, when the AI lab upgraded its computers and in so doing switched to a new, proprietary operating system with inbuilt security measures and source code the hackers were strictly barred from altering. The battle lines had been drawn.

Stallman had already developed a reputation for his aversion to secrecy. After the use of passwords was instituted on AI lab computers, it was widely known by hackers around the country that all one needed to log on to the MIT networkand through it to ARPAnet, the precursor to the Internetwas to get access to an MIT machine and supply the initials RMS in the login field and RMS again for the password.

Thus, when a message went out to the net.unix-wizards newsgroup declaring the intention to undermine in absolute terms the new system, it came as little surprise to those who knew him well that Richard Stallman was the author. The message began:

Free Unix!

Starting this Thanksgiving I am going to write a complete Unix-compatible software system called GNU (for Gnus Not Unix), and give it away free to everyone who can use it.

Stallman asserted, The golden rule requires that if I like a program I must share it with other people who like it. I cannot in good conscience sign a nondisclosure agreement or a software license agreement. He continued, So that I can continue to use computers without violating my principles, I have decided to put together a sufficient body of free software so that I will be able to get along without any software that is not free. Stallman ended his message thus: If I get donations of money, I may be able to hire a few people full or part time. The salary wont be high, but Im looking for people for whom knowing they are helping humanity is as important as money.

GNU is a computer operating system similar to the widely used Unix system, which, in the computer world, is a behemoth (Macintoshs OS X system, for example, is Unix-based). The GNU project set off a revolution in computer programming, leading to a flurry of mass, democratic, global collaboration. Through the spirit of openness, free access to information, and cooperation, programmers gave the world open-sourced operating systems, including GNU/Linux, which, in various iterations, is in use all over the world. A partial list of major GNU/Linux users includes Dreamworks Animation, Amazon.com, CERN, the Chicago Mercantile Exchange, the New York Stock Exchange, IBM, and the United States Army.

In 1985, Stallman founded the Free Software Foundation, through which he refined and continued to spread the gospel of free software over the following decades. Stallmans ideas gave birth to both the free software and open source movements, between which there is a slender but deep ideological chasm. Stallman writes, in an essay titled Why Open Source Misses the Point: The two terms describe almost the same category of software, but they stand for views based on fundamentally different values. Open source is a development methodology; free software is a social movement.

This is a matter of freedom, not price, so think of free speech, not free beer, Stallman writes. The freedom to share, cooperate, and collaborate with unfettered access to software source code is essential, says Stallman, for the health of society in general. But equally important is the freedom to protect the ability of peopleusers in Stallmans hacker parlanceto use computers as they wish. Software can, for example, censor the websites youre able to visit; limit the way you manipulate audio, video, or pictures; restrict your ability to dispose of data; or track your activity online. Software that is closed keeps a programmer from being able to, for instance, tweak a program so that it stops tracking your online activity. Free software preserves the ability of a programmer to optimize software to suit the needs of users or to eliminate restrictions it might place on a user. To understand the concept, it can be helpful to think in terms of the predigital era. The technology to write a letter is free in the Stallman sense: if you can hold a pen, then you are free to write a letter however you wantinvent a new language; write backward; draw a picture; fold, tear, scratch, hide, burn, or give away a copy of your note. In a world of digital sounds, images, and words, Stallman writes, free software becomes increasingly essential for freedom in general.

In the early 1990s, MIT forced Stallman to stop the practice of allowing just anyone to access MIT machines through his account with the RMS login name and password combination. But the GNU project had machines of its own, on which, in the freewheeling, collaborative spirit of hackerism, free guest accounts were allowed under the gnu.ai.mit.edu domain. Open to anyone who wanted to access the Internet or open an e-mail account in the era before ubiquitous use of Gmail, Hotmail, and other such services, Stallmans GNU machine was a sort of free Internet service provider. [The accounts] were easy to get, and thats because we believed in hospitality, Stallman says. During the 1990s, Julian Assange devoted many hours to developing free and open software. He kept multiple e-mail addresses, but one of them, out of solidarity or convenience, or both, was held through one of Stallmans free accounts. Assange had become a devoted freesoftware partisan.
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The late 1990s and early 2000s were happier times for Assange. With his legal troubles and his gray-hat hacking days behind him, he was making a decent living as a computer consultant. He traveled widely through Asia, Europe, and the United States. He donated his technical expertise to NGOs and activist groups. Back home, Assange reveled in the politically charged atmosphere of Melbourne, a hotbed for the leftist anti-globalization movement.

By age thirty-two, Assange had enough financial and personal stability to seek a university degree. He enrolled full-time at the University of Melbourne, where he studied mathematics and physics, with mediocre academic success. He lived in a communal squat and slept, roommates said, with his bedroom bathed in the glow of red light bulbs, which he claimed helped him sleep; early humans waking in the middle of the night, he explained, would have seen only the glow of a campfire.

Assange did wake often in the middle of the night, his mind racing with ideas. Hed become deeply preoccupied and was so focused, spending hours working on his computer, that hed fail to eat for days. He would scrawl his midnight brainstorms onto loose paper or, when no scraps could be found, the walls and doors. The computer code covering available writing surfaces might have looked like arcane hieroglyphs to the illiterate, but to the lanky Australian with electric-white hair, whose specter would come to haunt governments around world, the code was the language of insurrection.

Julian Assange saw the world through the eyes of a hacker of the old school. There were principles he held to be sacrosanct. In a piece of writing from mid-2006 regarding an open-source project hed spent years working on, we hear echoes of Stallman in Assanges refusal to sign a nondisclosure agreement: I felt it was the antithesis of what motivated me to be involved with the foundation (building something out of the love of creation and intellectual competition).

He was deeply suspicious of authority. By his thirties, Assanges primary philosophical preoccupation was the relationship of the individual to the state. For Assange, the abstraction the state applied to either end of the traditional political spectrum and carried very definite undertones of totalitarian persecution, conformity, and cruel, crushing power. He was, Manne writes in an analysis of Assanges correspondence from the period, a profound anticommunist. But he regards power in Western society as belonging to political and economic elites offering ordinary people nothing more nourishing than a counterfeit conception of democracy and a soul-destroying consumption culture.

Perhaps most importantly, Assange saw problems as puzzles. In the hackish tradition stretching back to the Tech Model Railroad Club at MIT, complex systems begged to be dissected, analyzed, and optimized; a part of the system that didnt work properly was just a glitch waiting to be fixed. A barrier to information access, like an unjust authoritarian government, was no more than a web of puzzles, and the natural response to a web of puzzles was to untangle and solve them. And busy untangling puzzles he was.

On October 3, 2006, Julian Assange sent an e-mail to John Young, founder of Cryptome.org.

Dear John,

You knew me under another name from cypherpunk days. I am involved in a project that you may have feeling for. I will not mention its name yet incase you feel yu are not able to be involved.

The project is a mass document leaking project that requires someone with backbone to hold the .org domain registration.

He went on to explain that the domain registrant should know as little about the project as possible but still be willing to publicly stand behind the domain name. Will you be that person? he asked. The next day, the domain name WikiLeaks.org was registered in the United States, under the names John ShiptonAssanges biological fatherand John Young.

Assanges chosen name for the WikiLeaks project is instructive. In 1999, he registered leaks.org and did nothing with the site. But by 2005, when he apparently first settled on the name WikiLeaks and wrote it on his whiteboard in Melbourne, hed been profoundly impressed by the success of Wikipedia. Steeped as he was in the ethos of the free software movement, Assange sincerely hoped WikiLeaks would become a node for mass, open, journalistic collaboration. Leaked documents would be posted online, and visitors to the site from around the world would analyze and comment on the documents. In this wikioriginally a Hawaiian word meaning quick, now generally understood as a website that allows collaborative editingusers would create useful, collaborative, and trustworthy works of journalism through radical openness.

Over the following months an e-mail list developed between members of the international crew Assange was assembling to form the WikiLeaks organization. Among them, according to records of the e-mail exchange, were cryptographers, academics, an ex-hacker, a businessman, and others. Assange reached out to Daniel Ellsberg, famous leaker of the Pentagon Papers, but, in what would prove to be something of an irony, Ellsberg missed the e-mail.

By the winter of 2006, Assange had put his ideas to paper. In a document titled Conspiracy as Governance, he laid the foundation for his argument. The piece is written in Assanges typical style, obtuse to simulate academic rigor, but simplified to its basic parts his logic has a certain elegance. It goes something like the following.

A nexus of authoritarian governments and multinational corporations (they are one and the same in Assanges view) dominates the world. It operates as what Assange dubs a conspiracy, and its survival depends on both secrecy and on communication among its members. One way to destroy a conspiracy is to sever the links of secret communication among the conspirators. This can be accomplished by dramatically lowering the cost of leaking information, so leaks become easier, secrets become harder to keep, and communication inside conspiracies, which depend on secrecy, becomes increasingly difficult to maintain.

A leaky world, in Assanges estimation, works like herbicide on a weed-infested lawn. Herbicide is sprayed over the entire lawn, but by design only the weeds are vulnerable to its poison. The weeds are destroyed, and the desirable plants in the lawn are left, ostensibly, as healthy as ever.

Similarly, a world in which leaking information is safe and easy affects all the worlds governments. But only unjust governments, which wholly depend on secret communications, are harmed by widespread and uncontained leaking. The more secretive or unjust an organization is, the more leaks induce fear and paranoia in its leadership and planning coterie, Assange wrote in a later blog post. Hence in a world where leaking is easy, secretive or unjust systems are nonlinearly hit relative to open, just systems.

The key difference between Assanges vision and the classic information leak is in the crosshairs. Traditionally, a whistleblower leaks information for personal gain, to undermine an adversary, or to reveal an injustice. In the case of WikiLeaks, the target is not any specific adversary or policy or even any particular injustice that might be revealed. The target is secrecy itself.
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