


[image: 001]




Table of Contents

 


Title Page

Dedication

Introduction

 


Armin Meiwes: Internet Cannibal

 


Saul Dos Reis: Outsider

 


Jane Longhurst: Victim of a Necrophiliac

 


Suzy Gonzales: Internet Suicide

 


Sharon Lopatka’s Cyber World

 


Anastasia Solovyova: In Search of a Dream

 


John E. Robinson: Bodies in Barrels

 


Darlie Lynn Routier: The Dog That Didn’t Bark

 


Nancy Kissel: The Milkshake Killer

 


Susan Gray and The Featherman

 


Dr. Robert Johnson: Missing, Presumed Dead!

 


Mona Jaud Awana: Cyber Terrorist

 


Satomi Mitarai: Surfed to Destruction

 


Men and Women Behind Bars: Internet Lovebirds

Inmate KDOC #55885/004966 Rebecca Kincer

Inmate MDC #167734 Charmel Allen

RODGERS, Jeremiah (Florida #123101) DOB 04-19-1977

OSBORNE, Larry Cecil (Kentucky #121516) DOB 03-22-1980

DAVIS, Henry Alexander (Florida #358319) DOB 04-25-1965

 


Appendix: Hard Facts

About the Authors

Copyright Page





[image: 001]





In memoriam Jane Longhurst






Introduction

“The attraction of the internet to so many people is you can be whoever or whatever you want to be. If you want to be Walter Mitty, you can be Walter Mitty. If you want to be out of the mainstream sexually, you can find company on the internet.”

—PAUL JONES, INSTITUTE FOR ADVANCED TECHNOLOGY IN THE HUMANITIES, UNIVERSITY OF VIRGINIA

 

 

In April 2009, newspapers and TV news shows around the world reported that police had arrested the suspected murderer of Julissa Brisman, a 26-year-old masseuse from New York, who was shot to death and robbed in a posh Boston hotel. There was reason to believe that the murder was related to assaults on two other women in New England hotels over the past 18 days.

Serial murders of sex workers are nothing new, of course. Jack the Ripper became notorious for such crimes in Victorian-era London, and Ted Bundy achieved worldwide infamy by confessing to 30 murders of young women from Washington  state to Florida in the 1970s. But the Boston killing of Ms. Brisman captured media attention because of a startling difference: the perpetrator had met all his victims via an online classified advertising site—a concept that neither the Ripper nor Bundy could possibly have imagined. While few readers may recall the name of this defendant (whom we will not identify here because his trial remains pending), his news media nom de guerre, the Craigslist Killer, has become a household phrase.

Reports of the Craigslist killings alerted many people for the first time of the very real evils that had been lurking in cyberspace for some time. The case heightened public awareness that “cybercrime” involved much more than “phishing” for bank account and social security data. Suddenly, the world realized that standard and seemingly harmless chat rooms, social networks and dating agencies could be alligator-infested cyber-swamps populated by real live rapists, homicidal maniacs and worse. What’s worse than a homicidal maniac, you may well ask? Well, how about a cannibal who delights in sharing his victim’s cooked flesh with . . . his victim. You’re about to meet him. Read on!

In fact, the Craigslist Killer was not the first or only murderer to be so labeled by the news media. Since October 2007, when the monicker was first used as a nickname for a murder defendant by the Saint Paul Pioneer Press, at least seven other “Craigslist Killers” have been convicted in the United States. It may be that the term suddenly caught on only in the 2009 Boston homicide because we, the public, have lately come to realize that this and other violent cybercrime problems have grown so widespread that we need new words to discuss the unspeakable.

Cybercrime in all its manifestations is often—and no doubt accurately—said to be the fastest-growing field of criminal enterprise  throughout the world. Besides the all-too-familiar fraud and identity theft schemes flooding from internet bases in some African and Eastern European nations where internet law enforcement is either lax or complicit, crimes that are increasingly aided, abetted and enabled by internet access include: classic confidence games such as Ponzi, Spanish prisoner and lonely heart scams; homicide in its diverse manifestations; assisted suicide and pact suicide; human corpse abuse; sex slavery; suicide bombing and other terrorist acts. Imprisoned convicts are continually devising original ways of soliciting money and sympathy from behind prison walls. Hate groups ranging from Al Qaeda to the Ku Klux Klan and Aryan Nation have found the internet to be by far the most effective means for recruiting like-minded would-be terrorists worldwide. And then there is what many experts believe to be the most all-pervasive and corrosive of all computer-based crimes—child pornography. Deemed to be so heinous that even in countries like the U.S., where garden-variety hardcore sex tapes are protected by the First Amendment’s Freedom of Speech clause, the justice system treats “kiddie porn” along with torture, snuff and necrophilia images, as beyond the pale. Yet all are just a mouse-click away from almost any place in the world.

Cyberspace is a strange place, full of both happy and spine-chilling surprises. For instance, there were certainly some unpleasant surprises in store for luckless 28-year-old Trevor Tasker. This Englishman from North Yorkshire has understandably given up using the internet since discovering his new love was a 65-year-old pensioner with a corpse in her freezer.

After meeting her in a chat room, the excited Trevor flew to South Carolina to meet Wynema Faye Shumate, who had posed as a sexy 30-something on the web. After hooking him  with sexy chat, she had reeled him in with a semi-nude photo. Unbeknownst to her suitor, however, the shot had been taken some 30 years earlier.

Trevor’s shock on first setting eyes on his prospective lover turned to abject horror when he discovered that Wynema had put her dead housemate in the freezer. She had kept Jim O′Neil, who had died of natural causes, in cold storage for a year while she lived in his house and spent his money.

Sweet Wynema had also lopped off one of Jim’s legs with an axe because, somewhat inconveniently, he was too big to fit into the freezer. For the record, Shumate pleaded guilty to fraud and the unlawful removal of a dead body, and was given a year in prison.

Back home with his mom afterward, Trevor told the Daily Mirror newspaper, “I’ll never log on again. When I saw her picture, I thought, ‘Wow,’ but when she met me at the airport I almost had a heart attack. I certainly won’t go near internet chat rooms again.”

Well done, Trevor!

And there is a considerably more serious side to our Introduction.

On March 9, 2004, a chilly Tuesday, the BBC reported that Britain and the U.S. were setting up a group to investigate ways of closing down internet sites depicting violent sex.

“Initial steps have now been agreed by the Home Secretary David Blunkett and U.S. Deputy Attorney General Jim Comey, during a meeting at the U.S. Department of Justice in Washington DC,” claimed the feature, adding, “The Jane Longhurst murder case had horrified American officials because websites featuring extreme sexual acts were implicated in the trial of Englishman Graham Coutts, who had murdered the Brighton teacher.”

The sexual deviant Coutts trawled the web—there are more than 80,000 sites dedicated to “snuff” and other killings, cannibalism, necrophilia and rape—and then carried out his horrendous fantasy in real life by murdering Jane. The internet-inspired monster kept his victim’s body in a garden shed for 11 days before moving her to a storage facility, where he committed necrophiliac acts on the corpse.

A senior detective from the National Criminal Intelligence Service (NCIS) told Christopher Berry-Dee, who visited New Scotland Yard in 2003, “In a short period of time, the internet has become the most exploited instrument of perversion known to man. It is like pumping raw sewage into people’s homes.”

Also very much to the point is the view of Ron P. Hawley, head of the North Carolina State Bureau of Investigation division that probes computer crimes: “It used to be you were limited by geography and transportation. The internet broadens the potential for contact. It’s another place to hang out for people predisposed to commit a crime.”

In addition to the countless millions of others hooked up to the web, more than a million people now use wireless technology (Wi-Fi) to access it, and a survey found that more than a third of Wi-Fi networks in London and Frankfurt lacked even basic security measures. It’s not surprising police throughout the world are increasingly concerned about Wi-Fi cyber crime—particularly the theft of bank details from computers. And some criminals, including pedophiles, are known to leave their networks unprotected so they can pretend that any illegal activities were not committed by them, attributing the offenses instead to “piggybackers” who log on to the internet via other users’ wireless connections.

Another assessment of the internet’s potential for crime comes from Yvonne Jukes, of the University of Hull, who claims, with perhaps a little overstatement, “Cyberspace opens up infinitely new possibilities to the deviant imagination. With access to the internet and sufficient know-how you can, if you are so inclined, buy a bride, cruise gay bars, go on a global shopping spree with someone else’s credit card, break into a bank’s security system, plan a demonstration in another country and hack into the Pentagon, all on the same day.”

Used with caution, the internet can be an educational and fun place. In fact, most of us have become so reliant on it that we could not conceive of a world without it. At the same time, we’re aware of the havoc that can be wrought by viruses on e-commerce when criminals or other hackers attempt to sabotage the web. Indeed, a particularly virulent virus—and more sophisticated forms are being developed all the time—could cause a catastrophe costing billions of dollars—one at least as economically devastating as the 9/11 attack on New York’s Twin Towers or Hurricane Katrina’s ravaging of New Orleans.

Most people seem to agree that, on balance, the worldwide web has improved our lives. However, among its defenders are those who claim that the advent of the internet, and even the ever-growing availability of virtual pornography, has in no way increased the overall crime figures, least of all that the medium has sparked an escalation in fraud, sexual and violent crime, or murder.

This book sets out to show that these commentators, well meaning though they may be, could not be more misguided. For the shocking truth is that at no time in human history has crime rocketed to such epidemic proportions over such a short period. A major element in this rise is internet-related crime,  which is increasing exponentially, and we can thank thousands of the webmasters hosting sites and search engines for helping things along the way.

To ignore this simple truth is to deny it. Some of us bury our heads in the sand, citing freedom of speech or civil liberties, wishing to demonstrate political correctness or simply concluding, “Ah well, the web is too powerful now to tackle the problem.” But, if we follow this line of thinking, we will all soon live in a world where anything can happen to us and those appointed to defend our freedoms can do little, if anything, about it.

This brings me back to the well-meaning plans of David Blunkett (the former U.K. Home Secretary has since 2004 been succeeded by four other Home Secretaries in five years, most recently Alan Johnson) and the U.S. Deputy Attorney General to shut down violent pornography sites. The reality is that, despite a massive U.S.-U.K. crackdown in recent years, internet child pornography, much of it appallingly violent and degrading, has become a global epidemic of monstrous proportions. In Japan, for instance, Justice Minister Mayami Moryana has said, “The internet is fueling a steady increase in child prostitution and pornography. It is a multi-million-dollar child sex trade.”

But this is just one disturbing issue; U.S. law-enforcement agencies are buckling under the pressure of investigating and bringing to justice all types of internet crime-related offenses. Funding for police is not infinite, nor is manpower. The policing system is creaking, even falling apart, because a large part of these valuable resources is now being diverted to combat well-organized internet crime and lesser offenses sparked off by the easy access to the web for the criminally inclined.

Right across Europe and in many parts of Asia, we find a mirror of America’s law-enforcement problems, with most  countries now admitting almost total defeat in their efforts to curb internet-related crime or closing down sites displaying illegal material. The constant problem is that, as soon as a site is shut down, it reopens under a different domain name. As soon as a problem is located and stopped in one place, it re-emerges somewhere else—often in a more virulent strain—and the perpetrators do not even have to leave their desks to achieve it. In the absence of border controls—cyberspace is by its nature very difficult to police internationally—web-based criminality has become a cyber pandemic.

This is the dilemma now faced by the United States, the U.K. and other nations. It is a difficulty compounded in many countries by different interpretations and applications of civil and criminal law and, in the U.S., by jurisdictional complications in law enforcement and by civil liberty laws that differ from state to state.

Yet there have been remarkable successes by the multinational task forces set up to catch both those who set up and those who visit child sex sites, and these are down to following the money trails, nearly always by identifying credit-card transactions. But any legislation agreed between the United States and the U.K. can only apply to sites set up in these countries. And even this is set to be further undermined in the U.K. as it is due to cede to Brussels much of its own ability to make law and dispense justice, rendering Anglo-American plans to get tough on internet crime all but meaningless.

One major area of crime where the internet’s rapid spread has become a highly effective tool is the people-trafficking industry. According to BBC Channel Four′s docudrama Sex Traffic , over 50,000 women are sold into the U.S. sex-trafficking trade each year, and most of the complex logistics are handled  using the internet. Trafficking as a whole is growing to such an extent that experts estimate that anywhere from 700,000 to four million persons are now being traded annually throughout the world.

The “Brides for Sale” business and similar internet scams cost Western males in excess of £4 million a year, and on the subject of this trade George M. Nutwell III, Regional Security Officer in the U.S. State Department at the U.S. Embassy in Kiev, has written to the authors, “Ukraine has recently experienced a burgeoning crop of escort services and ‘marriage brokers’ plying their trade on the internet. Your readers are cautioned against falling into the new Ukrainian ‘Love Trap.’”

A single scam against an Englishman netted a Russian internet dating agency around $11,000—the staggering, if not obscene equivalent of 25 years’ wages for the average Russian citizen. By Western standards, this would be about $500,000. However, the flip side of the coin must not be ignored, for there are hundreds of web pages of advice on how to sensibly approach the task of finding a foreign bride on the internet. Many authorities say that if those seeking a wife are so dumb that they cannot find this advice, or choose to ignore it, they deserve all they get.

We are, as a global society, standing on the edge of the cyber abyss, and it is not a matter of if, but simply when, a crazed maniac DVDs a snuff murder and puts it on the web. In fact, this horrifying reality is already upon us, with obscene, yet professionally shot, footage having been sent down the pipe of the beheadings of Englishman Ken Bigley and U.S. citizens Daniel Pearl, Eugene Armstrong, Jack Kensley, Nicolas Berg and Paul Johnson, among others, as well as horrendous images of the decapitation and shooting dead of a group of Nepalese workers.

Best known among the crazed maniacs responsible for displaying such atrocities is Jordanian militant Abu Musab al-Zarqawi, who uses the internet as a powerful propaganda tool and a means to recruit followers.

Anyone who has viewed these terrifying images cannot fail to be sickened, yet accessing them via any search engine takes moments, and the authors have learned that scores of school children in their early teens have viewed them and boasted to their friends, who in turn have logged on to the sites.

However, the decision as to whether to ban these sites is left to the discretion of the ISPs (internet service providers) and, while a few have made them impossible to view, others make them viewable within seconds.

People being executed, victims of the most horrific homicides, train suicides and many more obscenities—all are readily available to those whose lives are apparently empty of compassion for their fellows, those with little else on their minds but human suffering, and whose minds are readily seeded with images of the worst depravities being committed in the world today.

This book is not just about the offenders who commit internet crime. It also focuses on the web industry, revealing the most shocking facts about who actually sponsors the hosting of porn and crime on the internet.

When you study the facts in these pages, the worldwide web will never seem the same again. For we turn the spotlight on the real pimps and you will learn that the internet as we know it today would implode if funds from the porn producers dried up.

So, while governments may attempt to outlaw and eradicate websites showing violence and hardcore pornography, ultimately it falls to the morality of the ISPs to decide what is  hosted and what is not, and it’s here that we find the biggest problem of all.

One of the world’s biggest internet companies, Digex, has Microsoft as its largest customer; its second largest customer is the sex industry. The internet industry will not admit to the pervasiveness of pornography on the internet because it profits enormously from pornography in all of its extreme forms.

As an exhibitor at an adult entertainment trade exhibition said, “The whole internet is being driven by the adult industry. If all this [products at an online prostitution industry trade show] were made illegal tomorrow, the internet would go back to being a bunch of scientists discussing geek stuff in email.”

It may require a Herculean effort, but an international code of conduct is needed to police the internet, with search engines being required to conform rigorously to the agreed standards. It is far easier to close down an international search engine than to nitpick away at individual sites—a time-consuming, costly and ultimately unrewarding exercise.

In truth, the authors are very mindful of the flip side of the coin: these undesirable sites would not exist if millions of visitors did not frequent them and graze on their contents. And because it’s a two-way street, these surfers must share responsibility for the sites’ existence.

The Internet Watch Foundation says that the world wants the web and so now we have to live with all of its consequences, like them or not. The genie is out of the bottle and flying about our heads wherever we are on the planet.

One of the few safeguards—and a feeble one it is—is that most pornographic sites contain warnings about their content and the decision as to whether or not to enter them is left to the individual.

The authors’ research for this book confirms that a large number of people have become addicted to various types of internet sites and that corresponding types of crime are rising rapidly as a consequence. It proves too that those who harbor thoughts and fantasies of committing such crimes find encouragement and support by logging on.

In the course of this investigation into the internet’s grip on the criminal world, and by extension on the lives of all of us, we enter many chilling true-crime nightmares.

 

Christopher Berry-Dee, 2006






Armin Meiwes: Internet Cannibal

“It was passable, but a little tough; it would have been better braised… and the wine, a Riesling, was not at all correct, too sweet, lacking body, next time, perhaps, a Pomeral.”

—ARMIN MEIWES ON EATING HIS VICTIM′S PENIS

 

 

“There are several hundred people with cannibalistic tendencies in Germany alone, and many thousands around the world. Cannibalism has always been around, but the internet reinforces the phenomenon. You can be in contact with the whole world and do this anonymously.”

—RUDOLF EGG, CRIMINOLOGIST

 

 

The internet has highlighted that there are at least one million people who harbor sexualized cannibalistic fantasies. Discussion forums and user groups exist for the exchange of pictures and stories of such fantasies. Users of these services fantasize  about eating, or being eaten, by members of their sexually preferred gender. This cannibalistic inclination, known as paraphilia, is one of the most extreme and popular sexual fetishes.

Today cannibals can shop on the internet for someone to consume. And, to judge from the following case, there is no shortage of websites to titillate people who are eager to be killed and eaten.

But one thing is sure: over the coming years there will be no shortage of people for flesh-eating killers to feed on. The cannibal cult followers themselves operate under disguised names or completely phony identities in the darkest crevices of cyberspace. People such as Laura, who pleads her bona fides in poor English. “Please don’t tell me I’m sick,” she writes. “It is just a fantasy, but the realism of it turns me on so much.” Or Robert, who cuts very much to the chase: “I already have a young, pretty, slightly plump married woman from Iowa offering herself to be eaten.”

Most of these people are doubtless fantasists, sexual deviants or plain old fruit bats, but their messages are nonetheless ice-cold chilling, because one of these modern-day would-be cannibals and his willing victim have now stepped out of cyberspace, evolving before our eyes from the virtual into the visceral.

It may be hard to digest, but it appears we live in a time of cannibals. The question is, how can such savagery exist in a supposedly sophisticated world?

When Armin Meiwes, a shy, fair-haired man who lived with his mother, went sailing with his army buddies, he would always make pasta. “He didn’t eat much himself,” remembered Heribert Brinkman, who organized the trips. Meiwes, it seemed, had an appetite for something different, but it was not until March 2001 that dinner was finally served to his satisfaction.

In the tiny central German village of Rotenburg, in the centuries-old farmhouse bequeathed to him by his mother, Meiwes often sat at the kitchen table and dined on steak with pepper sauce, potatoes, sprouts and a glass of red wine. It is not known what the wine was, but eventually the meat would be from a two- rather than a four-legged source.

While Mrs. Meiwes was alive, Armin was restrained. Her son was the apple of her eye, and she dominated his very core, so that his fantasies remained just that. Her death in 1999 released the sick side of his soul, which then found the nurture it needed on the internet. But Meiwes was apparently no serial killer. Unlike the American Jeffrey Dahmer, who killed 17 men and ate parts of them, or Andrei Chikatilo, who murdered and gorged on as many as 50 men and women in Russia, Meiwes was in search of not so much a victim as a collaborator, a fellow chef who would provide the principal ingredient.

And into that role stepped 43-year-old Bernd-Jurgen Brandes.

This computer software designer from Berlin had a predilection that was not to everyone’s taste: he paid male prostitutes to whip him until he bled. Now, on Sunday, March 11, 2001, he relaxed in the large, comfortable chair offered to him by Meiwes and sipped from a tumbler of cognac. A contented half-smile played across his host’s lips, for this was the moment Armin had been waiting for. He had prepared meticulously for what was now, finally, starting to unfold.

Brandes had written his will and had it notarized. The bulk of his estate, including a sprawling, luxury penthouse apartment, along with a small fortune in computer equipment, had been bequeathed to Rene, his blithely unaware male partner. And he had sold most of his belongings, including an expensive  sports car. He wouldn’t be requiring these material trappings where he was going.

His wish was to be butchered, cooked and eaten.

Something else Rene could not have suspected was that, when Bernd had informed his bosses at Siemens that he was taking the Friday off “to attend to some personal matters” he would not be coming back.

With several thousand dollars in cash and his passport tucked inside his jacket, Bernd traveled 185 miles from Berlin to the farmhouse near Kassel where he now sat with his drink. His pulse raced, while the warm cognac slowly dulled his senses. He smiled contentedly, knowing he had been very methodical indeed.

Armin Meiwes, the gentleman whom he had first met through the internet some months before and who now stood beaming broadly in front of him, had been methodical too. Calling himself “Frankie,” he had patiently posted more than 80 notices on a gay internet chat room with cannibalism as its central theme, waiting calmly for just the right individual to reply. When Bernd, who styled himself “Cator,” finally answered, both men quickly realized that their mutual fantasy would become something much more. After all, it is without question that both parties knew what the other wanted, and this was confirmed in a video recording that captured every sickening moment.

Meiwes had been fishing—trawling might be a more apt term—and on cannibal fetish websites he had encountered a handful of willing participants who took the bait, swam into the net by visiting his home to admire his newly constructed cage and slaughter room, then allowed him to draw lines on their bodies to illustrate the choicest cuts and even let themselves be suspended upside down by a chain and pulley.

Meiwes’s culinary plans didn’t come to fruition with any of these candidates, but he was a patient fellow. It was not until early 2001 that his message, “Searching for a well-built young man who would like to be eaten by me,” was greeted by, “I am offering myself to be eaten but alive. No slaughter but consumption.”

Who would reply favorably to an invitation like “Gay male seeks hunks 18-30 to slaughter,” unless that nightmarish sentiment stirred something deep and secret within?

From the start secure within the confines of the rambling half-timbered house so painstakingly customized by his host, Bernd placed his glass on the table beside him and rose. Smiling, he embraced the tall man standing before him and allowed himself to be led out of the room and along a narrow hallway. Once in Meiwes’s bedroom, he lay down on the bed and, with that same vapid smile on his face, he watched as the 41-year-old man produced something sharp that gleamed in the lamplight.

Bernd closed his eyes and waited.

First he felt his fly being unzipped and then his slacks slowly being tugged off. Meiwes was gentle but firm, wary of doing anything that might spoil the coming moment. Bernd snapped at him, “Just do it. Just cut the thing off!” Taking Bernd’s flaccid penis in his hand, Meiwes drew the razor-sharp blade slowly across the member several times until it separated from his guest’s body.

The pain must have been excruciating and the flow of blood powerful, but this Meiwes partly staunched with a wet towel. Without immediate medical assistance, Bernd would bleed to death, but death is exactly what he wanted.

Both men were unable to consume the penis raw and, unfortunately, when Meiwes tried to cook it, he burned it black.

With Bernd bleeding heavily from his mutilated groin and his time running out, the two men agreed to forgo the first course and head directly for the main dish. With a glass of wine in one hand, the guest proffered the “delicacy” to his host. Meiwes gladly accepted and, as Bernd looked on, he savored the heady sensation of realizing this powerful mutual fantasy, then took up his knife and fork.

In the yellowy light of the dining room, the delighted castrator tucked into this most succulent, although overdone piece of flesh, savoring it as one might a tender venison steak. He had taken the liberty of frying the organ in garlic butter—he had trusted his guest had no objections. Then, after voicing his approval, he gestured for Bernd to join him and both tucked in.

After dinner, Meiwes waved away his guest’s polite offer to help him clear the table. He invited him instead to sit down and make himself comfortable with another cognac. Before long, the two men repaired again to the bedroom, where, after saying goodbye to the almost unconscious Bernd, the gracious host took one last longing glance at the crudely cauterized, gaping, bloody hole between his new friend’s legs.

It took many hours for the man to die, during which time Meiwes read a Star Trek novel before setting to work with the sharpest of his bread knives.

Meiwes had a video camera rolling at the time. He had decided early on in the proceedings that he would allow himself the opportunity to relive this moment time and again. Similarly, Bernd’s willing emasculation, followed by the unforgettable meal, was captured for posterity.

After Meiwes had finished plunging his knife into his guest’s throat, he picked up his video camera and dragged the bloody corpse into his special room. It was here, after he had  suspended the body from a meat hook, that the next phase of the ritual began.

At peace in his self-constructed abattoir, surrounded by heavy metal hooks and drains, Meiwes opened the body from groin to sternum and gutted it as one would a deer. Throughout the night he labored, hacking and severing until finally, one dismembered corpse later, it was time to separate the choicer fleshy morsels and render them into what he would later describe as “meal-sized packets.”

With his special food supply placed in his freezer along with the dead man’s skull, he disposed of the cumbersome bones and teeth—and let us not forget the innards—by burying them in the garden.

Meiwes would consume a piece of his friend almost every day, but he never finished the task, for frozen chunks of Bernd-Jurgen Brandes were discovered in his home on his capture on December 10, 2002. Indeed, the crime only came to light when Meiwes, having chewed through 44 pounds of his victim, began to search for another dish on the internet, and a correspondent invited to become a meal took fright.

After being tipped off by worried internet chat room users about the existence of disturbing ads placed by Meiwes, undercover police officers posing as respondents quickly determined that the ads were meant literally. When Meiwes was eventually arrested, his reaction was one of confusion. Why was he being taken away? No crime had been committed. He contended it had all been completely consensual, a congenial arrangement for their mutual pleasure—victim and killer, in it together. The cops, however, took a somewhat different perspective, and the protesting Meiwes was promptly marched off to the police station.

From the very start of his sensational trial, which opened in Kassel on a suitably overcast day, Wednesday, December 3, 2003, Meiwes’s primary objective, with the aid of his lawyers, was to convince the jury that he was not a murderer. This they ultimately achieved. The prosecution struggled laboriously to secure dual convictions pertaining to “sexual murder” and “disturbing the peace of the dead.” But the fact that videotaped evidence showed beyond a shadow of a doubt that Brandes had been perfectly happy to have his peace disturbed after his demise did not help their case one bit.

After taking in the evidence that the victim had been a willing participant in his own killing, the court was shown the videotape. The pair had clearly been in agreement about filming the killing and the subsequent butchering.

Brandes was seen explaining that, for him, being eaten would be the fulfillment of a dream. As the carnage began, the video revealed two men locked into a very private world.

One of those viewing the grisly film, which also showed Meiwes talking to the severed head while he disemboweled the body, actually fainted.

The court heard that the killing had taken place in March 2001. Brandes had been reported missing at this time. The judges heard how, for the defendant, the act of eating another human being was akin to the merging of two souls. It was the nearest feeling Meiwes could experience to being close to another person.

At the trial, and with considerable understatement, both Meiwes and Brandes were described as “having mental difficulties,” and Meiwes did little to dissuade psychologists from persisting in this notion. He disclosed in detail how he had achieved his closeness with Brandes by eating pieces of him for  more than a year and stated that by so doing he had gained the dead man’s ability to speak English.

On the topic of the unique dinner, the defendant had an important culinary message to impart. After first trying, unsuccessfully, to bite off Brandes’s penis—at his request—he decided that it should be severed with a knife. The freshly removed organ was then sautéed, flambéed and prepared to be served. Meiwes, with a touch of Hannibal Lecter’s panache, delivered his verdict on the dish: “It was passable, but a little tough. It would have been better braised.” He paused before adding, “And the wine, a Riesling, was not at all correct, too sweet, lacking body. Next time, perhaps, a Pomeral.”

Later, with the slaughtered Brandes in pieces in his freezer, Meiwes positively reveled in dining every day on this special meat. Retrospectively, the self-confessed connoisseur of human flesh commented, “Honestly, I’ve taken a fancy to American-style cuts rather than traditional German or French.”

A brief background of the defendant was supplied by the usual gamut of family, friends and neighbors, who described the killer as pleasant and mild-mannered, a mostly quiet man who kept himself to himself.

He had served a dozen years in the German Army as a noncommissioned ordnance officer and was said to have been an amiable and conscientious military man. After leaving the armed forces in 1991, Meiwes retrained as a computer technician and started working for a software company in the Rhine Valley city of Karlsruhe.

Evoking vividly the shades of Norman Bates from Hitch-cock’s Psycho, Meiwes had lived with his mother in the farmhouse and remained there for several years after her death. One neighbor had put it succinctly for reporters: “He was a mama’s  boy.” The young Meiwes had been totally fixated with his overbearing mother, who had never let him have a girlfriend. Meiwes, who in any case preferred boys, had meekly acquiesced. He himself later recounted how his desire to eat another man had begun during puberty and that his fantasy had become so powerful over the years that he always knew he would one day enact it.

Had Meiwes been convicted of murder he would most likely have ended up spending the rest of his life in prison. Considering the ghastly acts involved, justice would surely have demanded no less. Instead, after adhering more to Meiwes’s lawyer’s claim that his client had merely assisted in a suicide, a panel of judges decided to convict the cannibal of manslaughter. He was sentenced to eight and a half years in jail.

The sentence equates to just over two years for every ten pounds of Bernd-Jurgen Brandes that Meiwes cooked and ate.

Though the court rejected the defense solicitor′s main argument, that Meiwes should be convicted of “killing on request,” a form of illegal euthanasia carrying a shorter sentence of six months to five years, it was agreed that he could not be found guilty of murder.

Judge Volker Muetze, one of those presiding at the trial, said the deed was “viewed with revulsion in our civilized society,” but, on the basis of the very clear video evidence presented, Meiwes had not committed murder, the hushed courtroom was informed. Instead, he had displayed “a behavior which is condemned in our society, namely the killing and butchering of a human being. Seen legally, this is manslaughter, killing a person without being a murderer.”

As the verdict was read, Meiwes maintained the same relaxed posture he had throughout the two-month trial, where he  had earlier been given the opportunity to question witnesses against him. This he had done in a most precise and unemotional manner.

Meiwes had been waiting for many years for an opportunity to realize his gruesome fantasies. With the advent of the internet he seized his chance. Taking full advantage of the medium’s success as a huge dating agency, he was able to cast his net for prospective candidates. It transpired that Meiwes had “auditioned” four other potential victims who had agreed to be examined for physical suitability by the prospective killer.

Hooked by internet ads proclaiming lurid offers like “I could just gobble you up” and “Let me feast on you,” these four individuals—three from Germany and one from London—traveled separately to Meiwes’s house for their interview and examination. Three of the men baulked when faced with the reality of being cannibalized, having initially assumed it was all part of some erotic role-playing game. The fourth was rejected as “pudgy and unsexy” by the very particular Meiwes.

Continuing to trawl the internet in search of the perfect human meal, Meiwes eventually stumbled across his main course.

After his trial and sentencing, it was observed by many eminent authorities that on his release—possibly as early as 2008—it is unlikely that he will become a repeat offender.

One expert on cannibalism, an author named Jacques Buval, felt slightly differently about the matter: “Cannibalism is like pedophilia. It is in him. You can’t cure it. He will want to do it again.” Judge Muetze made this disturbing observation: “We have learned through this process that there is a massive cannibal following out there [on the internet].”

The sentence was appealed by the prosecution, resulting in a new trial in April, 2005. A psychiatrist at the second trial testified  that Meiwes “still had fantasies about devouring the flesh of young people” and, if released, could reoffend. The court re-sentenced him to life imprisonment for murder.

So how many other ghouls like Armin Meiwes are presently at work, flourishing as a result of the ease of ensnaring their prey over the internet? Dozens, hundreds, thousands?

Research has shown that there are an estimated 10,000 cannibal websites, with millions of equally lonely people who sit for hours and hours in front of their computer screens, fantasizing about eating someone—perhaps you!

The Meiwes case has opened the door on something far more insidious and pernicious: the secret world of the suburban cannibal, and the internet is the key.

The four men who met Meiwes before he killed Brandes were clearly prepared to indulge in a deep and dark sexual fantasy, part bondage and part flagellation. They allowed him to wrap them up in cellophane and mark out their body parts as joints of meat. When they chickened out, Meiwes let them go.

Countless websites linked to hard-porn sites are dedicated to cannibalism and portray horrific photographs of women apparently being prepared for eating by roasting and boiling alive.

Are the Western world’s eating habits changing, or what?






Saul Dos Reis: Outsider

“I have many qualities which make me unique. I’m romantic, always funny, I always have a positive attitude and have many hidden things as well.”

—SAUL DOS REIS AS HE ADVERTISED FOR PEN PALS ON THE WEB FROM JAIL

 

 

Twenty-five million Americans visit cyber sex sites for between one and ten hours a week, while another 4.7 million log on for in excess of 11 hours per week. And when Saul Dos Reis, a 24-year-old Brazilian national living in Greenwich, Connecticut, lured 13-year-old Christina Long to her death, he used the internet to help him.

On May 17, 2002, Dos Reis would meet the pretty, golden-haired schoolgirl. Before he left her that night, he had raped and strangled her.

Dos Reis looked anything but threatening. One has only to glimpse this man, who appears to be more like a boy, to form  this opinion. A slender-faced, shy-looking fellow, he looks as though he would be more at home delivering the local paper, smiling meekly if ever he earned himself a tip. But Saul was a wolf in sheep’s clothing, seemingly charming, even bookish, yet simmering with anger at the all-American girls because he resented the stigma that he felt came with his Brazilian heritage here in the United States. Quite wrongly, he perceived himself to be a second-class citizen. He had low self-esteem and, although not unattractive to the opposite sex, he felt that he was unable to form a meaningful relationship with a girl in the face of the competition from his thoroughbred American peers.

As he grew older, this view of himself as someone different—someone who couldn’t even speak English when he came to America, so had no chance of chatting to the desirable girls he would see on the school bus—remained with him long enough for Saul to develop a serious grudge against young white females. And, as he would quickly discover after arriving in New England’s “Nutmeg State,” Connecticut was anything but the Land of the Free.

Saul had first set foot on North American soil as a ten-year-old immigrant. This thin, outwardly unassuming boy with thick, dark hair and coffee-colored skin would learn fast that girls in the United States could be quite selective as to whom they spent their time with. This seemed to him to be a pervasive attitude and the impressionable young outcast, in his strange new land, did not care for it one bit.

He festered, withdrawing into a dark world of bitterness and frustration, to become a brooding, sullen loner. Young Saul, with South America in his blood, had felt very much out of place when his family first came to Fairfield County. In Greenwich, with its 60,000 residents, he was not only a long way from home  but also felt all the more isolated as he was part of the mere 1.4 percent of the town’s population that was of Hispanic origin.

In conservative Connecticut, pleasant beaches and rolling hills share the land with bustling cities and seafront casinos; it seems there is something for everybody. With such scenic treasures as Litchfield Hills, Housatonic River and Connecticut River Valley, the state also boasts a variety of parks, quaint village greens and hiking and biking trails. It also has its fair share of deep ravines. If a body were tossed into one of these it could be some time before anybody would find it.

Locked away in his small bedroom, Saul Dos Reis spent hundreds of hours on his computer. Soon he had gained a lot of experience of using chat rooms to ensnare underage girls. In cyberspace he could reinvent himself. He could become anyone he so chose.

Enchanted by the masses of syrupy dialogue spewing forth from him, impressionable teenage girls were very keen to engage with the young and pleasant-looking Dos Reis, who, if they were lucky, would send a photograph of himself. Of infinitely greater importance to the man on the other end of the modem, they would send through a picture of themselves.

He would pore over these images, fantasizing about all the things he could do to an attractive, all-American teenage girl. The pictures the girls sent in return only added more excitement to the anticipatory conversations they had shared online.

In 1998, Dos Reis had met a 15-year-old-girl from nearby Prospect with whom he had built a shadowy relationship in a chat room. The girl consented to intercourse with the tightly wound internet Casanova and, for reasons unknown, she was not harmed. Four years and countless obsessive chat room babblings later, Christina Long would not be so fortunate.

Pictures of Christina show a truly lovely young girl. Facing the camera, she is not bashful but smiles happily, her pretty features framed by her flowing golden-brown hair. To Dos Reis, she was a delightful-looking creature, poised and full of life. At her Catholic school, where she was a sixth grader, Christina was a good student. Besides heading the cheerleading squad, she was an altar girl.

“I’m so devastated,” said Andrea Cappiello, Christina’s onetime fifth-grade English and religious education teacher, when asked to comment on the sad death of her former pupil. “She was a very good student and a very good cheerleader. She was very spirited, just a doll.” But the girl also evidenced a harder side. “She was streetwise,” Andrea said. “But you could see the other side coming up, too. It’s clear she was very torn in both directions.”

For Christina was not without her problems.

After striking up some online conversations—chats which became increasingly sexually overt—the ostensibly all-American girl began to fall for the worldly seeming allure of Dos Reis. For example, apparently referring to a Lexus car, he used the screen name “Hot_es300” for the model. Obviously, his intention was to convey smoothness. And along with this came a barrage of lewd dialogue. As Danbury Police Chief Robert Paquette later revealed, “There was some pretty graphic stuff [in the chat room logs].”

Indeed, Christina was no stranger to sexual encounters with partners she had met over the internet. She had become absorbed in an ultimately destructive pattern of dating boys she had conversed with online. And sex was something she was more than prepared to engage in with her “boyfriends.”

She had come to the town of Danbury two years previously to live with her aunt, Shelly Riling, because her parents were heavy drug users. Riling, very concerned about her niece’s welfare, was eventually awarded custody of the girl. She apparently didn’t know anything about Christina’s online activities, although she had had to speak to her more than once about the late nights she sometimes kept.

Over the next several weeks, Dos Reis was finally able to persuade Christina to meet him. The two had several sexual encounters before their fateful rendezvous at the Danbury Fair Mall, and their final fatal date took place in the back seat of Saul’s car.

As Dos Reis is the last man to have seen Christina alive, we must rely on his word as to what occurred in the events leading to her murder. It is doubtful that the version offered by this rapist and strangler of a young girl has any real mooring in truth, but it is nonetheless instructive when exploring the mindset of a sexual criminal and his rationalizations.

Dos Reis later insisted to police that not only had Christina wanted sex but also that she had requested “rough sex.” Unfortunately, this had been taken a little too far and she had somehow accidentally ended up strangled and dead. If Dos Reis expects us to believe that in the throes of passion he had inadvertently choked his young partner, let us note that it takes around five minutes to strangle somebody to death.

Allegedly panicked by this sudden surge of violence, the young man drove to a remote ravine, where he dumped Christina’s body.

Not long afterward, when the police had linked him via an email indicating that he had agreed to meet Christina on that Friday night, Dos Reis immediately caved in and told them his  story. With the FBI involved, it was at their insistence that he led them to Christina’s violated corpse. He displayed not a trace of the bravado that had been the staple of his relationships with his “girls.” Rather, like a naughty puppy, he hung his head in shame. It seemed that his days of surfing the net for young teens were over. As it later transpired, this wasn’t the case.

Dos Reis was later arraigned in the U.S. District Court in Bridgeport on a charge of using an interstate device—the internet—to entice a child into sexual activity. He was ordered held without bond, with a bail hearing scheduled for later that week.

At his trial in Bridgeport, which lasted from Monday, March 3, to Monday, July 7, 2003, he pleaded guilty to manslaughter and three counts of second-degree sexual assault.

Sniffling and speaking so softly that the judge had to ask him repeatedly to speak up, Dos Reis, now 25, apologized for killing Christina Long. “I have not had a single night of sleep when I don’t wake up drenched in sweat,” he said.

Presiding Judge Patrick L. Carroll III said the apology should have come sooner. “That time for mercy was the evening your victim died at your hands,” he admonished the defendant.

During the “victim impact” phase of the case, and before handing down the maximum sentence allowable for the crimes, Judge Carroll heard several tear-filled statements from members of both Dos Reis’s and Christina’s families.

Christina’s grandfather, Lawrence Long, held nothing back, calling Dos Reis a “habitual predator” who used his computer, flashy car, money and previous life experiences to lure Christina to her death. Dos Reis’s supporters presented an entirely different picture, testifying as to how he had provided free meals to the needy at his father-in-law’s restaurant. When his father-in-law’s wife had cancer, Dos Reis cared for her and even  shaved his own head to make her feel more comfortable while she underwent chemotherapy.

After listening attentively to both sides, the judge handed down what he could: 30 years in a state prison on manslaughter and sexual assault charges. It was also made known that in September of the previous year Dos Reis had received a 25-year federal sentence on two charges of traveling in interstate commerce to engage in illegal sex with a minor.

Ten years of the federal sentence was to be served consecutively with the state sentence—a total of 40 years behind bars.

There was one niggling issue, however, and that was whether or not U.S. District Court Judge Stefan Underhill was unreasonable in the matter of Dos Reis’s sentencing, when he handed down a term that did not quite adhere to the usual sentencing guidelines. Under these guidelines Dos Reis’s offenses would have called for a sentence of a little more than seven years.

Later, in the Second Circuit U.S. Court of Appeals, James Lenihan, Dos Reis’s lawyer, argued that the sentence was “unlawful” and should be sent back to the district court to be “substantiated.”

Lenihan also said that the district court “mistakenly noted that age was a factor to be considered” under the guidelines, but in fact the guidelines did not make reference to the victim’s age.

Although Christina’s death was not an element of the federal charge, the federal judge took the killing into consideration during the penalty phase. Kevin O′Connor, the state attorney for Connecticut, argued that Judge Underhill did not make a legal error. O′Connor said the departure was justified because the defendant “knowingly risked the life of his victim when he choked her.” He said the sentence was reasonable “in light of the horrific circumstances of the defendant’s strangulation of  Christina, dumping of her dead body, and efforts to cover up his involvement.”

Christina’s death received national attention and sparked a push in Congress for a kids-only domain on the internet. On May 27, 2003, it was announced that legislation allowing Connecticut Police to more swiftly investigate internet sex crimes like the one that led to the death of Christina Long had failed because state lawmakers were concerned about violating civil liberties.

So, while officials praised the quickness of the FBI in tracking down Dos Reis, state experts and local police felt that Connecticut’s reliance on federal agencies was unwise, given the rapid spread of internet sex crime. “Everybody has their own job to do,” said Danbury Detective Captain Mitchell Weston, “and we were lucky in this case that the FBI wasn’t in the middle of something.”

It seemed unlikely that the killing could have been prevented. FBI spokeswoman Lisa Bull said the FBI learned of previous contact between the girl and the older Dos Reis only during the investigation into her killing.

Laws proposed in the General Assembly would have helped track down the perpetrators in cases where police have knowledge of illegal internet contact between adults and children. The bureau responsible for dealing with internet crime—comprising only state police—have written bills empowering state authorities to more easily obtain internet users’ identities and communications logs.

In theory, these bills would have encompassed not only the use of internet messages to lure someone to a potentially indecent encounter, but also the murkier depths of the provision of indecent imagery of children. Unfortunately, they did not survive the legislative committee process.

Griswold’s Democrat representative, Steven Mikutel, a co-sponsor of one of the bills, said the legislature did not have the political will to make it law. “There is a group out there that doesn’t want to put any restrictions on the internet,” he said, adding, “They don’t want to invade anyone’s privacy. But public safety factors have to come into consideration here.”

Danbury Police Chief Robert Paquette offered this: “You’re getting into civil liberties now. I don’t think either the federal government or the state can go that far.”

Later, another man who had had sex with the clearly underage Christina was put out of commission. On March 15, 2004, 24-year-old Carlos Estanqueiro, also a former resident of Danbury, was sentenced to 46 months for the offense. He had pleaded guilty the previous December to using the internet for the purposes of “persuading a minor to engage in sex.”

Estanqueiro, it materialized, had met Christina over the internet in February 2002. The pair had subsequently engaged in sexual activities several times.

New Haven U.S. District Judge Janet B. Arterton ensured that, in addition to the prison time Estanqueiro would serve, there would be an additional three years of supervised release. It was further stipulated that Estanqueiro register as a convicted sex offender on his release. Arterton also ordered that he undergo mental-health counseling, not frequent locations where children are known to congregate and not use a computer except for work-related purposes. Estanqueiro was also an illegal alien. As such, he could be subject to deportation after serving his time.

The battle to protect children from internet stalkers continues. On one website visited by the authors, it is clear that help is available:

“The freedom that makes the internet so useful also makes it dangerous. In teen chat rooms, sexual predators can hunt for their victims online, 24 hours a day,” it warns. The existence of links such as “Wise up to Internet Predators,” “Protecting Kids From Internet Porn” and “Children, Sex and the Web” makes it clear that at least we are on the right track.

A lawyer and expert in the field of internet abuse, Parry Aftab, says, “Internet predators attempt to lure thousands of children every year to offline meetings.”

These are her guidelines:• Who’s at risk?
• What’s the profile of an internet child molester?
• How often does this happen?
• Why do the children meet strangers offline?
• What can you do to protect your children?
• What’s being done to find these predators before they hurt a child?
• Whom do you call if you suspect someone is involved with targeting children online?



A survey of 10,800 teenage girls conducted in 1998 showed that 12 percent of the sample admitted to meeting up with strangers with whom they had first made contact via the internet. Two years later, Family PC reported that, in a survey of both sexes, 24 percent of the teenage girls polled and 14 percent of the teenage boys were meeting internet strangers offline.

It is truly a shame that Christina Long did not benefit from the various safety precautions now available on the internet. It took her death, among so many others, to bring home to us the dangers of the internet. Had her online activities been more closely monitored through this kind of education, she might never have had the opportunity to come into contact with her  dysfunctional killer. Dos Reis was then, and in all likelihood still is, a very dangerous man.

As an obscene postscript to this terrible crime, it was discovered several years later that Dos Reis was up to his old tricks again, this time inside prison. In search of female correspondents, he had set up a web page, although this now appears to have been removed. He included a photograph of himself, this time smiling and sporting a tuxedo. Above the ad he had selected the heading “The Right One.”

On his web page, Dos Reis went on to describe his perfect pen pal as “A woman with a good heart that loves to write and that is not afraid of being herself,” adding, “I also look for a person that knows what she wants out of life.”

His readers could learn that “I have many qualities that make me unique. I’m romantic, always funny, I always have a positive attitude and have many hidden things as well. I enjoy writing and being silly and funny” and “I also always have interesting things to talk about. I’m not just another boring pen pal…”

He decided to inform his prospective lonely hearts that he had been convicted of second-degree assault. So, with just a slight deviation from the truth yet again, the “Outgoing Heterosexual Male” made it apparent that he “prefers female correspondents but will reply to all letters.” He also claimed to be “very good at telling stories which can and will have you shiver.”

Christina’s aunt, Shelly Riling, was shocked by the web page, denouncing it as a prime example of “predatory behavior.” However, Dos Reis’s defense attorney, Peter Tilem, argued that his client’s web page is understandable. “This is someone who is going to spend the next 30 years in prison and he’s lonely and scared,” he said. “We can’t imagine how lonely he feels, so I can understand.”

According to inmate.com, prisoners can place an ad for four months for $60 and $15 for each subsequent month. The website designs and posts the ad for the subscriber. Purchasers of premium advertisements, such as Dos Reis, are given a personal email box that allows people to respond to the ad via email. Once a week the service forwards the email responses to the inmate in a letter. And what a nice little earner this is for the site’s owners. For seed money outlay, they rake in $37,000 a year by making it possible for people such as Dos Reis to involve other people in their sickening fantasies from behind bars.

Christina’s aunt did not share Tilem’s assessment. “I can’t believe he has a website. It shows that he has a disease and is incurable. He hasn’t learned anything.”

Investigators involved with the Dos Reis case were at a loss to find a motive for the murder. Indeed, even the killer himself was unable to cast much light on his reason for strangling the young woman. However, we know from experience that many people who spend long periods of time in chat rooms become of another world.

These individuals find themselves becoming addicted to the chat rooms and perceive themselves as engaging in very real relationships with other visitors. They are people who have in most cases reinvented themselves to compensate for their own psychological and/or physical shortcomings. For those addicted to the chat rooms, it becomes a meeting of loners who bring all of their psychological inadequacies along with them.

These people actually fall in “cyber love”—in much the same way as couples do in the real world. Saul Dos Reis seems, for whatever reason, to have fallen in love with Christina Long in this way. He had become “fantasy-driven.” After years of rejection, he imagined he had found his ideal partner, even  though she was underage. Christina was promiscuous, and her sexual appetite, coupled with her pretty looks, no doubt further increased his need for her companionship. Nevertheless, after she had had sex with him a few times, the feisty girl wanted to dump him and move on. Rejected, and scorned again, Dos Reis killed her.

This scenario of a cyber crime passionnel is not quite as crazy as it first appears, as the following cases testify.

On February 15, 2004, a man was found trying to commit suicide at his home in Wuhan, China. Afterward, he admitted that he had killed his cyber lover on Valentine’s Day evening.

The man, using the net name “Flying Dust,” got to know “Rain Drop,” a 25-year-old flower-shop keeper, at the end of 2003. They met in a chat room, but Rain Drop’s parents disapproved of her having such an intimate online relationship. So, on Valentine’s Day, she told Flying Dust that she had to break up with him. He flew into a rage, strangled her to death and then tried to cut the arteries on his neck and wrists. “I love her, I want to be with her forever,” he said later when asked why he had done it.

On Saturday, April 17, 2004, a man’s body was found in a hotel room in Dengshikou, Beijing. Zhang Yang had been killed by his cyber lover, Liang Yixia, because he refused to marry her. Liang was arrested when she came back to get her cell phone charger.

According to Liang, in May 2003 she had been raped by three men she met on the internet, and they also took her money. After her ordeal, Zhang, a seemingly gentle and rich man, renewed her trust in cyber love. But, once they had had sex, he told her that for him to marry a cyber lover was impossible.  Liang felt so humiliated that she fed him sleeping pills before strangling him with adhesive tape.

At the police station, Liang said she felt no regret for what she had done. “He deserved this punishment I gave him,” she said repeatedly.

In 2001, a West Australian Supreme Court jury found a woman guilty of murdering her internet lover, after he tried to dump her when he discovered that she was married to a biker. The woman was caught on the home-security video of the man she murdered and is now serving a mandatory life sentence for the crime.

Thirty-four-year-old Margaret Hinchcliffe met Michael Ian Wright, aged 30, in an internet chat room, and the two soon began a sexual relationship. In November 1999, Hinchcliffe’s husband, Mark, found out about the affair and inflicted a series of punishments on his wife, driving her to seek help at a women’s refuge on two occasions. A worker from the refuge told the court that Margaret had been badly beaten by her husband and that he had ordered her to shave her head. He also ordered her to have a tattoo done on her waistline that read “Property of Mark Hinchcliffe.”

Mark Hinchcliffe, a member of a biker gang who called themselves the Coffin Cheaters’ Club, visited Wright and threatened him after beating him up. He then ordered his wife to kill Wright, an order she carried out on Sunday, February 25, 2000.

Margaret Hinchcliffe went to the home of Wright’s parents, and when Wright opened the door she shot him at point-blank range, unaware of the fact that the video security system had captured the act on film.

In Columbus, Ohio, Rickie Mandes slipped his old .45-caliber handgun into his pocket before taking one last moment  in his lonely apartment to think about his two daughters. Within a few hours, those two girls, aged 9 and 15, would be fatherless. Their lives would be shaken by a nightmare of violence, jealousy and revenge. Mandes would be dead, and so would Robert J. Fry, the man he believed had stolen his wife’s affection over the internet.

Mandes felt his daughters needed some kind of explanation. And so, in a hastily scrawled note to them, he tried to provide one, writing that the pain and stress he felt after his wife, Rebecca, had left him for a man she had met over the internet was “too much for me to take. I am sorry for what I am about to do.”

Authorities said the 45-year-old Mandes confronted his wife and her new lover in the parking lot of the mail-order store where Fry worked and gunned him down, then turned the weapon on himself.

Acquaintances of the Mandeses, who had known the couple in happier days, closed ranks and have refused to discuss the events that led to the brutal murder and suicide. “They want their privacy,” said longtime friend Tammy Campbell of the surviving members of the family.

According to police, the slaying was sparked by an internet romance that had blossomed over two and half months between 34-year-old Rebecca Mandes and 40-year-old Fry.

A little more than a month and a half after the whirlwind online romance began, Fry suddenly quit his job of 22 years at the Orient Correctional Facility in Ohio. He left his wife and children and moved with Rebecca Mandes and her two girls into a house in the pleasant waterfront community of Westerly. Two weeks before the shooting, he took a job in the receiving department of Paragon Gifts store.

By all accounts, Rebecca’s decision to move out of the apartment she and her husband shared in Pawcatuck was equally abrupt.

There were a few domestic loose ends to be tied up, which provided Mandes with the opportunity he needed to exact his revenge on the man he believed had stolen his wife, so he and his wife had arranged to meet in the parking lot of Paragon Gifts about noon to exchange some items belonging to the daughters.

For a while they stood just outside the office window of Paragon Gifts’ president Stephen Rowley, waiting for Fry to leave work for his lunch break. About a dozen employees were milling about, and a little after 12:30 p.m. Fry approached the pair.

With that, witnesses told police, Mandes pulled out the gun, said something to the effect of “This is what you get for messing with my wife” and opened fire.

Stephen Rowley heard “what I’d call a pop, several of them close together,” he said. “Then there was a moment of silence, and another pop,” which he later learned was the sound of the final bullet that crashed into Mandes’s skull, killing the jilted husband instantly.

Rebecca Mandes was not injured in the attack.

The broken-hearted man had left a short suicide note, simply saying, “I guess she’s doing all right.”
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